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1. INTRODUCTION  
 

1.1. Background and Purpose  

Operation of nuclear power plants carries an inherent risk related to the potential of harmful effects 
of ionizing radiation. Therefore, people and the environment need to be protected from these 
effects [1]. This fundamental safety objective is the basis for nuclear power safety programmes, 
which include assessment of the design and of the operation in context of the potential risks.  

The safety assessment addresses the robustness of the design and as such needs to cover all the 
safety measures necessary to control the hazard, from the design principles and applied standards 
through the design approach to the engineered safety features. The assessment shall demonstrate 
that they fulfill the safety functions for which they were designed. Also, the safety assessment needs 
to evaluate potential operator actions and assess whether the emergency procedures are robust and 
can be relied on.  

Safety assessment is defined in the in the IAEA Safety Standard GSR Part 4 άSAFETY ASSESSMENT 

FOR FACILITIES AND ACTIVITIES, GENERAL SAFETY REQUIREMENTS άΣ[3], as “systematic process that 
is carried out throughout the lifetime of the facility or activity to ensure that all the relevant safety 
requirements are met by the proposed (or actual) design. The IAEA Fundamental Safety Principle [1] 
Paragraph 3.15 states that ǘƘŜ ŀǎǎŜǎǎƳŜƴǘ άƛƴǾƻƭǾŜǎ ǘƘŜ ǎȅǎǘŜƳŀǘƛŎ ŀƴŀƭȅǎƛǎ ƻŦ ƴƻǊƳŀƭ ƻǇŜǊŀǘƛƻƴ 
and its effects, of the ways in which failures might occur and of the consequences of such 
ŦŀƛƭǳǊŜǎέ.  In general, the safety assessment consists of evaluation of engineering factors important 
to safety and of quantitative analyses [3].  The quantitative safety analyses are used to evaluate and 
assess challenges to safety in various operational states, anticipated operational occurrences and 
accident conditions, by means of deterministic and also probabilistic methods. This document 
addresses the deterministic safety analyses (DSA). The principal requirements and approaches 
identified here are primarily based on the IAEA Safety Standards. Also, as reference, the Canadian 
[17] approach and WENRA reference levels were considered in the development of this document. 

The safety analysis shall demonstrate that all safety requirements for all plant states are met and 
that sufficient margins exist between the actual values of parameters relevant for the integrity of 
barriers and the threshold values of these parameters at which the barriers would fail. Further, the 
safety analysis should demonstrate, with an adequate degree of confidence, that the radiological 
consequences for all the plant states considered in the design will remain within the established 
acceptance criteria. 

The safety analysis should support safe operation of the plant by serving as an important tool in 
developing and confirming plant protection and control system set points and control parameters. It 
should also be used to establish and validate the plant’s operating specifications and limits, normal 
and off-normal operating procedures, maintenance and inspection requirements, and normal and 
emergency procedures.  

The safety analysis should also support the plant management and regulatory body’s decision 
making processes as new issues and questions arise during the life of the plant. The plant’s initial 
safety analysis and the ability to re-perform all or part of that analysis to resolve new technical 
issues should be maintained over the life of the plant. This implies that the plant’s actual, up to date 
design information and operating performance data should be factored into the plant model as 
necessary to support this analysis process [5]. 

The safety analysis should assist in revealing issues, plant conditions and initiating events that were 
not adequately considered in the early stages of design. Likewise, safety analysis can identify 
aspects, such as postulated initiating events (PIEs) or support establishment of acceptance criteria.  
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The safety analysis should assess whether:  

¶ Sufficient defence in depth [4] has been provided and the levels of defence are preserved in 
that potential accident sequences are arrested as early as possible.  

¶ The plant can withstand the physical and environmental conditions it would experience. This 
would include extremes of environmental and other conditions. 

¶ Human factors and human performance issues have been adequately addressed. 

¶ Long term ageing mechanisms that could detract from the plant’s reliability over the plant 
life are identified, monitored and managed (i.e. by upgrade, refurbishment or replacement) 
so that safety is not affected and risk does not increase.  

The safety analysis should demonstrate that the equipment incorporated to prevent escalation of 
anticipated operational occurrences or design basis accidents to severe accidents and to mitigate 
their effects, as well as emergency operating procedures and the accident management measures, is 
effective in reducing risk to acceptable levels.  

The safety analysis process should be highly credible, with sufficient scope, quality, completeness 
and accuracy to engender the confidence of the designer, the regulator, the operating organization 
and the public in the safety of a plant’s design. The results of the safety analysis shall ensure with a 
high level of confidence that the plant will perform as designed and that it will meet all design 
acceptance criteria at commissioning and over the life of the plant. 

This document provides requirements and guidance on conduct of deterministic safety analysis in 
support of licensing and operation of new nuclear power plants and for existing nuclear power 
plants in accordance to the principles applied in the periodic safety reviews. It identifies relation 
between deterministic and probabilistic safety analysis and addresses deterministic analysis in 
support of probabilistic analysis. The guidance provided should be, using graded approach, equally 
applicable to pressurized light water reactors and pressurized heavy water reactors such as the 
CANDU design. Specific analysis, phenomena and modeling requirements, when differ between 
these types of reactors, are identified. This document provides information on preparing and 
presenting deterministic safety analysis reports, including the selection of events to be analyzed, 
acceptance criteria, safety analysis methods, and quality assurance. 

1.2. Structure and Scope  

This document is designed, as supplement to Romanian regulatory requirements [7, 8], to provide 
guidance for the performance of deterministic safety analysis for nuclear power plants.  The 
document takes an integrated approach to deterministic safety analysis and addresses all plant 
states from normal operation through design extension conditions including severe accidents with 
core melt [4]. Focus is on design basis accident analysis especially the system thermal-hydraulic 
aspects of the plant behavior but also methods and approaches used for severe accident and 
containment behavior analysis are touched. Other types of analysis, such as structural mechanical 
analysis or analysis of electrical transients, as well as PSA are outside the scope of this guide.  

Identification of plant states and initiating events is discussed in Chapter 2. Acceptance criteria are 
provided in Chapter 3.  Chapter 4 provides overview of analysis methods. 
Use of determinist analysis and type of analysis are discussed in Chapter 5.  

Analysis tools are discussed in Chapter 6 and quality assurance requirements and processes are 
addressed in Chapter 7 with special emphasis on verification and validation of plant models to 
assure confidence in the analytical results. Additionally annexes I through III provide practical 
examples that illustrate conduct of analyses and associated quality assurance processes. 

The nomenclature used in this report follows as close as possible the nomenclature used in IAEA 
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Safety Standards such as the safety and design requirements [1, 3, 4] and the IAEA Glossary [2]. 

1.3 Deterministic safety analysis 

In safety analysis both, deterministic methods and probabilistic, methods are required to be applied 
[3]. The objectives are to identify issues that are important to safety and to demonstrate that the 
plant is capable of meeting any authorized limits on the release of radioactive material and on the 
potential exposure to radiation for each plant state.  

While deterministic analyses may be used to verify that acceptance criteria are met, probabilistic 
safety analyses may be used to determine the probability of damage for each barrier [17]. 
Probabilistic safety analysis may thus be a suitable tool for evaluation of the risk that arises from low 
frequency sequences that lead to barrier damage, whereas a deterministic analysis is adequate for 
events of higher frequency for which the acceptance criteria are set in terms of the damage allowed. 
To verify that defence in depth is adequate, certain very low frequency design basis accidents, such 
as large break loss of coolant accidents or rod ejection accidents, are evaluated deterministically 
despite the low frequency of the initiating event. Thus deterministic analysis and probabilistic 
analysis provide a comprehensive view of the overall safety of the plant for the entire range of the 
frequency–consequence spectrum.  

A probabilistic safety analysis fault tree is a powerful tool that can be used to confirm assumptions 
that are commonly made in the deterministic calculation about the availability of systems; for 
example, to determine the potential for common cause failures or the minimum system 
requirements, to identify important single failures and to determine the adequacy of technical 
specifications.  

The aim of the deterministic safety analysis is to evaluate plant behaviour under specific 
predetermined operational states and accident conditions and to apply a specific set of rules in 
judging design adequacy [3]. These rules define the way the analytical methods are being used and 
specify some specific acceptance criteria that shall be assigned to each plant state, so that 
frequently occurring plant states shall have no, or only minor, radiological consequences and plant 
states that could give rise to serious consequences shall have a very low frequency of occurrence. 
The acceptance criteria are discussed in Chapter 3 and the methods and the rules for the analysis are 
discussed in Chapter 4 of this report. 

The deterministic safety analyses shall be performed for all plant states (discussed in Chapter 2) that 
cover the normal operation of the plant, anticipated occurrences and accident conditions including 
so called design extension conditions which also include severe accidents [3].  As discussed in 
Section 1.1, it shall be demonstrated that sufficient margins exist between the actual values of 
physical parameters relevant for the integrity of barriers and the threshold values of these 
parameters at which the barriers would fail. Therefore, the deterministic analyses have to address 
and quantify all the physical phenomena influencing the behavior of these barriers.  All relevant 
neutronic and thermal-hydraulic phenomena shall be analyzed, with acceptable fidelity to evaluate 
the system behavior and response to control and safety actions. This shall include also the wide 
range of physical processes that could occur during core damage and that could lead to containment 
failure and a release of radioactive material to the environment. 

Additionally, the DSA should evaluate mechanisms of fission product release and transport for all 
plant states to demonstrate, that the radiological consequences will remain within the established 
acceptance criteria. The approaches used to determine the potential consequences of radiological 
releases are also of deterministic nature; however they are not addressed in this guidelines 
document. 

In summary, the objectives of the deterministic analysis are to: 
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¶ Establish and confirm the design bases for all items important to safety; 

¶ Confirm the successful implementation of the defence in depth concept1; 

¶ Derive or confirm operational limits and conditions that are consistent with the design and 
safety requirements for the facility:  

o safety limits for reactor protection and control  

o safety limits for engineered safety systems  

o operational limits and reference settings for the control systems  

o procedural constraints for operational control of processes  

o identification of the allowable operating configurations  

¶ Characterize the postulated initiating events that are appropriate for the site and the design of 
the plant; 

¶ Provide evaluation of event sequences that result from postulated initiating events, to confirm 
the qualification requirements; 

¶ Provide comparison of the results of the analysis with dose limits and acceptable limits, and 
with design limits; 

¶ Predict expected harsh environmental conditions due to anticipated operational occurrences 
(AOOs), and accident conditions; 

¶ Demonstrate that the management of anticipated operational occurrences and design basis 
accident conditions is possible by safety actions for the automatic actuation of safety systems in 
combination with prescribed actions by the operator (EOPs); 

¶ Demonstrate that the management of design extension conditions is possible by the automatic 
actuation of safety systems and the use of safety features and equipment in combination with 
expected actions by the operator (SAMGs). 

The requirements set above for the deterministic safety analyses show that complex analytical 
techniques and modeling must be used. To assure necessary confidence in the results of the analysis 
special care must be taken in the development and application of the analytical methods including 
independent verification and validation (V&V), assessment of uncertainties and training of the 
analytical personnel to reduce the “user effects”. These issues are discussed in Chapter 4 and 7.  

Also the approach2 to deterministic analysis should be conservative [3, 4] because of the complexity 
of the phenomena occurring during operation and accidents in a nuclear power plant the analyses 
will always be burdened by uncertainty related to the models and to the knowledge of the plant 

                                                        
1
 The five levels of defence in depth are defined as: 

Level 1: The aim of the first level of defence is to prevent deviations from normal operation, and to prevent failures of 
SSCs. Good design and proven engineering practices are used to support first-level defence in depth. 
Level 2: The aim of the second level of defence is to detect and intercept deviations from normal operation in order to 
prevent Anticipated Operating Occurrences (AOOs) from escalating to accident conditions, and to return the plant to a 
state of normal operation. 
Level 3: The aim of the third level of defence is to minimize the consequences of accidents by providing inherent safety 
features, fail-safe design, additional equipment, and mitigating procedures. 
Level 4: The aim of the fourth level of defence is to ensure that radioactive releases caused by severe accidents are kept as 
low as practicable. 
Level 5: The aim of the fifth level of defence is to mitigate the radiological consequences of potential releases of 
radioactive materials that may result from accident conditions. 
 
2
 The “approach” may include use of best estimate analytical methods however, especially in analysis of design basis 

accidents conservative assumptions for the initial and boundary conditions such as availability of safety systems or off site 
power are being made. These concepts are further discussed in Chapter 4. 
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especially at the state when an accident may occur. The analysis of design extension accidents 
however, is generally less conservative than that of design basis accidents.  

1.4 Applicable laws, regulations and standards   

Romanian Regulations, “Nuclear Safety Requirements on Siting of Nuclear Power Plants” [7] and 
“Nuclear Safety Requirements on Design and Construction of Nuclear Power Plants” [8], entered into 
force in December 2010, provide the basis and requirement for the guidelines presented in this 
report. 

The most important elements of these regulations affecting the safety analyses are summarised 
below: 

o numerical nuclear safety targets / quantitative nuclear safety objectives; 

o requirements on the consideration of severe accidents in the establishment of design bases 
and in the choice of site for nuclear power plants and on the analysis of severe accidents for 
demonstrating compliance with the quantitative nuclear safety objectives; 

o general requirements on accident analysis, including on the way in which deterministic and 
probabilistic safety analyses should be used together in the design of nuclear power plants; 

o detailed requirements on the format and contents of the safety analysis reports which need 
to be elaborated by the applicants for site and construction licences; 

o formulation of nuclear safety requirements for generic plant systems in a technology-
neutral, function oriented manner, without prescribing technical design solutions, 

o establishment of requirements on the safety classification of nuclear power plant systems, 
structures and components based on their safety importance, i.e. their contribution to 
ensuring the essential nuclear safety function. 

Additionally Romanian regulations specific to CANDU reactors and regulations related to quality 
assurance requirements (as [9]) need to be considered. 
Consideration is given to IAEA safety standards [1, 3, 4, 5, 6] and Canadian regulatory documents 
providing guidance for deterministic safety analysis [17] and see also ANNEX IV: CANADIAN 
REGULATORY APPROACH FOR DETERMINISTIC SAFETY ANALYSIS FOR DESIGN BASIS AND DESIGN 
EXTENSION CONDITIONS. 

 

2. PLANT STATES and IDENTIFICATION OF INITIATING EVENTS  

Conditions that potentially may challenge safety are to be identified in the safety analysis and are to 
be selected on the basis of a systematic, logical and structured approach. Justification has to be 
provided that the identification of all scenarios relevant for safety is sufficiently comprehensive. 
These conditions include all internal and external events and processes that may have consequences 
for physical barriers for confining the radioactive material or that otherwise give rise to radiation 
risk. For all plant states a comprehensive listing of postulated initiating events (PIEs) should be 
prepared for ensuring that the analysis of the behavior of the plant is complete [3, 4, 17].  

The analysis has to be based on an appropriate grouping and bounding of the events and processes, 
and partial failures of components or barriers as well as complete failures have to be considered. 
The following section identifies the current plant states used in the safety analyses and Section 2.2 
addresses the categorization of the initiating events that must be identified for the plant states. 
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2.1. Plant states that are subject of deterministic safety analysis 

Two principal groups of plant states need to be considered for safety analyses, according to [4]: 
operational states and accident conditions. The operational states include normal operation 
conditions and anticipated operational occurrences (AOO). Within the group of accident conditions 
one shall distinguish between design basis accidents (DBA) and design extension conditions (DEC)3. 
Within the design extension conditions complex accidents without significant fuel damage need to 
be addressed as well as those which result in significant core damage including core melt. This 
grouping of plant states should be based on their frequency of occurrence at the nuclear power 
plant as shown in Table 1, according to [7]. 

Romanian regulations [7] identify six event classes (see Section 1.2) and assign frequency of 
occurrence. Table 1 below identifies these classes of events in association with plant states 
nomenclature used in IAEA Safety Standards.   
 
Table 1:  Plant States and Event Classes to be considered in safety analysis ([4], [7]) 

Plant State Event Class 
Indicative Frequency 

of Occurrence 

Normal Operation   

Anticipated Operational Occurrences (AOO) Class 1 f  > 1E-2 

Design Basis Accidents (DBA) Class 2 1E-2 >  f  > 1E-3 

 Class 3 1E-3 >  f  > 1E-4 

 Class 4 1E-4 >  f  > 1E-5 

Design Extensions Without Significant Fuel Degradation 
(DEC 1) 

Class 5 1E-5 >  f  > 1E-6 

Design Extension Conditions with Core Melt (DEC 2) Class 6 1E-6 >  f  > 1E-7 

Normal operation  

Normal operation includes all the phases of operation for which the plant was designed to operate 
in the course of normal operations and maintenance over the life of the plant, both at power and 
shut down.  The aims of the safety analysis for normal operation should be to assess that normal 
operation of the plant can be carried out safely, confirming that:  

¶ Radiological doses to workers and members of the public are within acceptable limits, 

¶ Planned releases of radioactive material from the plant are within acceptable limits. 

The safety analysis for normal operation should address all the plant conditions under which 
systems and equipment are being operated as expected, with no internal or external challenges. This 
includes all the phases of operation for which the plant was designed to operate in the course of 
normal operations and maintenance over the life of the plant, both at power and shut down.  

Anticipated operational occurrences  

The plant conditions considered in the design basis analysis include anticipated operational 
occurrences and design basis accidents (DBAs).  

Anticipated operational occurrences are those events that are more complex than the maneuvers 
which are carried out during normal operation and that have the potential to challenge the safety of 
the reactor. These occurrences might be expected to occur at least once during the lifetime of the 

                                                        
3
 Considered as design basis in Romanian regulations 
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plant. Generally they have a frequency of occurrence greater than 10–2 per reactor-year.  

Design Basis Accidents 

Design basis accidents have a lower frequency than anticipated operational occurrences. They would 
not be expected to occur during the lifetime of the plant but, in accordance with the principle of 
defence in depth, they have been considered in the design of the nuclear power plant. The DBAs 

have a frequency of occurrence in the range of 10–2 to 10–5 per reactor-year, although there are 
some groups of PIEs that are traditionally included in the design basis analysis that may have lower 
frequencies.  

The aim of the design basis analysis should be to provide a robust demonstration of the fault 
tolerance of the engineering design and the effectiveness of the safety systems. 

Design Extension Conditions  

The design extension conditions4 are more severe than the design basis accident conditions and 
include sequences in which the safety systems have malfunctioned and some of the barriers to the 
release of radioactive material have failed or have been bypassed.  

There are two types of design extension conditions to be considered. In the first type are complex 
events (i.e. multiple failures) during which some small damage to the core may occur, but in general 
the core maintains its overall structure and coolable geometry. This type of accident conditions is 
referred to as DEC 15. The second type of design extension condition includes severe damage to the 
core and is referred to as DEC 2. 

For CANDU reactors for an accident to proceed to severe core damage there must be multiple fuel 
channel failures leading to significant core degradation. Such a situation is only possible if the heat 
sink behaviour of the moderator is lost.  

The analysis of design extension conditions shall demonstrate that only minimal radiological 
consequences result from this type of accidents and are within the limits specified in Table 2, 
Chapter 3. 

2.2. Categorization of initiating events  

For evaluation of performance of a nuclear power plant in all states including anticipated 
operational occurrences and accident conditions that challenge safety are to be identified, according 
to [1, 3]. This includes all internal and external events and processes that may have consequences 
for physical barriers for confining the radioactive material or that otherwise give rise to radiation 
risks.  

                                                        
4
 According to the IAEA SSR-2/1 Rev. 1 [4], design extension conditions are: Postulated accident conditions that 

are not considered for design basis accidents, but that are considered in the design process of the facility in 
accordance with best estimate methodology, and for which releases of radioactive material are kept within 
acceptable limits. Design extension conditions could include conditions in events without significant fuel 
degradation and conditions with core melting  

5
 For the CANDU reactors this type conditions may include some limited core damage without loss of core geometry [17]. 

These conditions are referred for channel reactors as limited core damage accidents (LCDA). The damage might be limited 
to single or more fuel channels. The presence of the moderator as a secondary heat sink prevents failure of the fuel 
channels and core degradation.  
 These conditions are distinct from accident sequences for a LWR as they can involve fuel damage without core relocation.  
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The starting point for the safety analysis is the set of postulated initiating events that need to be 
addressed [6]. A PIE is defined as an “identified event that leads to anticipated operational 
occurrences or accident conditions”. PIEs include events such as equipment failure, human errors 
(internal) and human induced or natural external hazards (external). The deterministic safety 
analysis and the PSA should normally use a common set of PIEs. 

The features, events and processes to be considered in the safety analysis are to be selected on the 
basis of a systematic, logical and structured approach, and justification has to be provided that the 
identification of all scenarios6 relevant for safety is sufficiently comprehensive. The analysis has to 
be based on an appropriate grouping and bounding of the events and processes, and partial failures 
of components or barriers as well as complete failures have to be considered. The set of PIEs 
developed for the safety analysis should be comprehensive and should be defined in such a way that 
they cover all credible failures of plant systems and components and human errors which could 
occur during any of the operating regimes of the plant (including such as start-up, shutdown and 
refuelling), according to [3] and [6]. This should include both internally and externally initiated 
events. 

The process of identification of PIEs [3, 6, 17] should include adopting a structured approach to the 
identification of the PIEs which could include the following: 

¶ Use of analytical methods such as hazard and operability analysis  
(HAZOP: a systematic process which uses a set of key words to identify the failures which 
could occur and could lead to PIEs), failure mode, effect analysis (FMEA: a systematic 
process which considers each of the component failure modes in turn to determine if they 
could lead to a PIE), and master logic diagrams; 

¶ Comparison with the list of PIEs developed for safety analysis of similar plants (although this 
method should not be exclusively used since prior mistakes could be propagated); 

¶ Analysis of operating experience data for similar plants. 

The set of PIEs addressed7 in the safety analyses should also include partial failures of equipment if 
these can make a significant contribution to the risk. The set of PIEs should also include events of 
very low frequency or consequences, at least at the beginning of the process. It may be possible to 
eliminate some PIEs. Nevertheless, the elimination of any PIEs should be fully justified and the 
reasons well documented. Many PIEs will remain with the analysis to the end and will only be 
determined to be insignificant only at the conclusion of the process. 

All the PIEs should be defined quantitatively in terms of their frequency of occurrence. While the 
frequency of occurrence is used quantitatively for PSA applications, it is used qualitatively in the 
deterministic analysis. 

The internal PIEs (those initiated inside the plant) should be developed to identify possible 
challenges to the fundamental safety function. The way that the safety functions are performed 
depends on the detailed design of the reactor. However, the categories of initiating events identified, 
based on challenges to fundamental safety functions, typically include the following: 

¶ Increase or decrease in heat removal from the reactor coolant system, 

¶ Increase or decrease in reactor coolant system flow rate, 

¶ Reactivity and power distribution anomalies, 

¶ Increase or decrease in reactor coolant inventory, 

                                                        
6
 The term ‘scenario’ means a postulated or assumed set of conditions and/or events. 

7
 The set of PIEs should be reviewed as the design and safety assessments proceed and should involve an iterative process 

between these two activities. 
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¶ Release of radioactive material from a subsystem or component. 

The identification of the set of internal PIEs should also consider the various means of failure of 
safety systems and components and failures of non-safety systems and components that could 
impact a fundamental safety function or safety system. Most of these failures can be assigned to one 
of the above categories. However, some of these failure-based PIEs do not fit in the above 
categories and are grouped separately. Examples of these other failures determined by PSAs 
performed to date include: (a) support system failures such as loss of component cooling or service 
water; (b) internal flooding due to failure of circulating water, service water, fire protection or 
elevated surge tanks; (c) false containment isolation signals resulting in loss of primary system pump 
cooling; and (d) inadvertent actuation of relief valves. 

The identification process for the set of internal PIEs should also address the various failure modes 
of the reactor pressure retaining boundary. This should include pipe breaks in all possible locations, 
including those which could occur outside the containment. 

The internal PIEs should include the failure modes which could occur during all modes of plant 
operation (for example, reactivity transients during initial core criticality and loss of coolant 
inventory during the refuelling mode with the containment open), excluding those with negligible 
duration in time. Negligible duration modes should only be excluded after careful consideration and 
a conservative analysis that demonstrates that they are unimportant when compared with the 
calculated core damage frequency from other PIEs. 

The set of PIEs should include those which could occur as a consequence of human errors. This could 
range from faulty or incomplete maintenance operations to incorrect settings of control equipment 
limits or wrong operator actions. These PIEs will not necessarily be similar to PIEs caused by 
equipment failures because they could involve common cause failures in addition to the initiating 
event. 

The set of internal PIEs should include events such as fires, explosions, turbine missile impacts and 
floods of internal origin which could affect the safety of the reactor and cause failure of some of the 
safety system equipment which provides protection for that initiating event. 

The external PIEs identified should include all the events which could arise from outside the plant 
which could challenge nuclear safety, including naturally occurring and human induced events and 
hazards. These external initiating events could lead to an internal initiating event and failure of some 
of the safety system equipment that would be needed to provide protection from the event. For 
example, an earthquake could lead to plant equipment failures in addition to the loss of off-site 
power. 

The naturally occurring events which are credible at a given site should be included in the set of PIEs 
for safety analysis. This should include events such as earthquakes, fires and floods (including those 
caused by failure of dams, dikes or levees) occurring outside the site, extreme weather conditions 
(temperature, rainfall, snow, high winds) and volcanic eruptions. 

The human induced external events which are credible at a given site should be included in the set 
of PIEs for safety analysis. This should include aircraft crashes, effects of nearby industrial plant and 
transportation system explosions. 

Normal Operation 

The normal operation of a nuclear power plant typically includes the following conditions: 

¶ Initial approach to reactor criticality; 

¶ Normal reactor startup from shutdown through criticality to power; 



 

 13 / 90 

¶ Power operation including both full and low power; 

¶ Changes in the reactor power level including load follow modes if employed; 

¶ Reactor shutdown from power operation;  

¶ Shutdown in a hot standby mode; 

¶ Shutdown in a cold shutdown mode; 

¶ Shutdown in a refuelling mode or equivalent maintenance mode that opens major closures 
in the reactor coolant pressure boundary (PWR); 

¶ Refuelling at power (CANDU); 

¶ Shutdown in other modes or plant configurations with unique temperature, pressure or 
coolant inventory conditions; 

¶ Handling and storage of fresh and irradiated fuel. 

PIEs leading to Anticipated Operational Occurrences 

Typical examples of PIEs leading to anticipated operational occurrences could include those given 
below. This list is broadly indicative. The actual list will depend on the type of reactor and the actual 
design of the plant systems: 

¶ Increase in reactor heat removal: inadvertent opening of steam relief valves; secondary 
pressure control malfunctions leading to an increase in steam flow rate; feedwater system 
malfunctions leading to an increase in the heat removal rate. 

¶ Decrease in reactor heat removal: feedwater pump trips; reduction in the steam flow rate 
for various reasons (control malfunctions, main steam valve closure, turbine trip, loss of 
external load, loss of power, loss of condenser vacuum). 

¶ Changes in reactor coolant system flow rate: trip of one main coolant pump; inadvertent 
isolation of one main coolant system loop (if applicable), minor flow blockage in a fuel 
channel (CANDU). 

¶ Reactivity and power distribution anomalies: inadvertent control rod withdrawal; boron 
dilution due to a malfunction in the volume control system (for a PWR); wrong positioning of 
a fuel assembly, refuelling incorrect fuel channel (CANDU); 

¶ Increase in reactor coolant inventory: malfunctions of the chemical and volume control 
system. 

¶ Decrease in reactor coolant inventory: very small loss of coolant accident (LOCA) due to the 
failure of an instrument line. 

¶ Release of radioactive material from a subsystem or component: minor leakage from a 
radioactive waste system. 

For many PIEs the control systems will compensate for the effects of the event without a reactor trip 
or other demand being place on the safety systems (Level 2 of defence in depth). However, the 
anticipated operational occurrences category should include all the PIEs which might be expected to 
occur during the lifetime of the plant and for which operation can resume after rectification of the 
fault. 

PIEs Leading to Design Basis Accidents 

The subset of PIEs which are considered as leading to DBAs should be identified. All the PIEs 
identified as initiators of anticipated operational occurrences should also be considered potential 
initiators for DBAs. Although it is not usual to include PIEs with a very low frequency of occurrence, 
the establishment of any threshold limit should consider the safety targets established for the 
specific reactor. 
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Typical examples of PIEs leading to DBAs could include those given below. This list is broadly 
indicative. The actual list will depend on the type of reactor and actual design: 

¶ Increase in reactor heat removal: steam line breaks. 

¶ Decrease in reactor heat removal: feedwater line breaks. 

¶ Decrease in reactor coolant system flow rate: trip of all main coolant pumps (example: loss 
of class 4 power); main coolant pump seizure or shaft break, fuel channel flow blockage 
(CANDU). 

¶ Reactivity and power distribution anomalies: uncontrolled control rod withdrawal; control 
rod ejection; boron dilution due to the startup of an inactive loop (for a PWR). 

¶ Increase in reactor coolant inventory: inadvertent operation of emergency core cooling. 

¶ Decrease in reactor coolant inventory: a spectrum of possible LOCAs8; inadvertent opening 
of the primary system relief valves; leaks of primary coolant into the secondary system. 

¶ Release of radioactive material from a subsystem or component: overheating of or damage 
to used fuel in transit or storage; break in a gaseous or liquid waste treatment system. 

Following the guidance provided above a large number of PIEs would be identified. It is not 
necessary to analyse all of these PIEs. The normal practice is to group them and, for each group, to 
choose bounding cases for analysis. 

Grouping of PIEs can be reasonably based on the assumption of the same safety aspects (physical 
phenomena or effects that may challenge the integrity of barriers) within each group. This approach 
allows in each group to select same acceptance criteria and/or initial conditions, conservatively 
applying same assumptions/methodologies and to identify the worst accident (bounding case) in 
each group. The single event can naturally belong to different groups. A typical example for PWRs is 
LOCA, which should be analyzed for many aspects: degradation of core cooling, containment 
pressure build–up, radioactivity transport and environmental releases, pressurized thermal shock, 
boron dilution (reactivity accident) due to boiling condensing regime. 

The bounding cases should identify the accidents which give the most severe challenges to each of 
the main safety functions identified. In some cases, one accident may be most severe in terms of 
one safety parameter (for example, peak reactor coolant system pressure) and another may be most 
severe in terms of another safety parameter (for example, peak fuel temperature). In such cases, all 
these accident sequences are carried through the design process as limiting cases. 

The safety analysis should confirm that the grouping and bounding of initiating events is acceptable. 

PIEs leading to Design Extension Conditions - Severe Accidents 

The design extension condition analyses should address a set of representative sequences in which 
the safety systems have malfunctioned and some of the barriers to the release of radioactive 
material have failed or have been bypassed. These sequences should be selected by adding 
additional failures or incorrect operator responses to the DBA sequences (to include safety system 
failure) and to the dominant accident sequences from the PSA. 

                                                        
8
 Various modes of piping failures should be considered in loss-of-coolant analyses. They include 

circumferential, guillotine, and longitudinal failures at any location in a system. For circumferential and 
guillotine failures, analysis should consider a discharge area up to, and including, twice the cross-sectional area 
of the piping.  For longitudinal breaks, the analysis should justify the upper limit of the range of postulated 
break size. The worst break location, size, and orientation, in the context of posing the most challenges to a 
safety analysis requirement, should be identified through analysis, including sensitivity analysis, using a 
conservative break model.  For CANDU reactors, failures of reactor inlet and outlet headers are considered in 
the same way as piping failures. 



 

 15 / 90 

The significant event sequences that could lead to severe accidents should be identified using a 
combination of probabilistic and deterministic methods and sound engineering judgement. The 
details of the severe accident sequences that need to be analysed will differ depending on the 
design of the reactor safety systems. The most rigorous way of identifying severe accident 
sequences is to use the results of the Level 1 PSA. However, it might also be possible to identify 
representative or bounding sequences from an understanding of the physical phenomena involved 
in severe accident sequences, the margin existing in the design, and the amount of system 
redundancy remaining in the DBAs. 

The analysis should pay special attention to internal and external hazards which could have the 
potential to adversely affect more than one barrier at once or to cause simultaneous failures of 
redundant equipment of safety systems.  Special attention needs to paid to support systems such as 
electrical supply, cooling etc., as these systems have the potential of causing immediate or delayed 
consequential multiple failures in both operational and safety systems. 

The set of external events which should be addressed in the safety analysis [6] and for identification 
of design extension conditions depends on the site chosen for the plant but would typically include: 
Natural external hazards exceeding the design basis values derived from the site evaluation such as: 

¶ Extreme weather conditions (such as extreme: wind loading, atmospheric, rainfall and 
snowfall temperatures, cooling water temperatures and icing, amounts of sea vegetation) 

¶ Earthquakes; 

¶ External flooding;  

Human made events such as: 

¶ Aircraft crashes; 

¶ Hazards arising from transportation and industrial activities (fire, explosion, missiles, release 
of toxic gases); 

¶ Terrorist acts. 

For existing plants or for defined site, the selection of events should be adequate for the site and 
based on historical and physical data, and expressed by a set of values selected on the general 
probability distribution of each event according to specified thresholds. When such a probabilistic 
evaluation is not possible because of lack of confidence in the quality of data, deterministic 
approaches are applied, relying upon enveloping criteria and engineering judgement. 

The plant design basis should take into account the combinations of extreme weather conditions 
that could reasonably be assumed to occur at the same time.  

External flooding: the region surrounding the site should be evaluated to determine the potential for 
an external flood to occur which could endanger the nuclear power plant. This should include the 
potential for flooding due to high precipitation, high tides, overflowing of rivers, failure of dams and 
their possible combination. 

The estimated probability of aircraft crashes on the plant should be derived from relevant crash 
statistics taking into account the distance from airports, the flight paths and the number of 
movements for all types of aircraft near the specific site. The crash statistics should be kept up to 
date throughout the plant’s life. 

For hazards arising from transportation and industrial activities, transport of hazardous material 
close to the site and industrial activities which cause fire, explosion, missiles and release of toxic 
gases and affect the safety of the nuclear power plant should be identified and the design basis 
events specified. 
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For design extension conditions without core melt (DEC 1) a list of events needs to be specified, 
based on deterministic and probabilistic assessment, for which the following should be considered: 

¶ Low frequency events that were not considered in DBA that could lead to conditions which 
are beyond the capability of safety systems that are designed for a single initiating event. An 
example for some designs is multiple steam generator tube rupture, or station blackout. 

¶ An AOO or a DBA combined with multiple failures (for example common cause failures) that 
prevent safety systems9 from performing their intended function. Identification of these 
events shall be based on systematic analysis and review of consequences of total failure of 
any safety system credited in the safety analysis for each AAOs and DBAs. An example of 
such events is LOCA without actuation of high pressure safety injection.  

¶ For designs which use the same systems for normal operation and safety function, such as 
systems that are used for heat removal in accident conditions and during shutdown, 
multiple failures of loss of such systems needs to be considered. The identification of such 
sequences needs to consider total failure of any safety system used in normal operation. 

Examples of DEC 1 events include the following: 

¶ very low frequency initiating events not considered in DBA 

o uncontrolled level drop during mid-loop operation (PWR) or during refuelling  

o uncontrolled boron dilution (PWR)  

o multiple steam generator tube ruptures (PWR)  

o main steam line break and induced steam generator tube ruptures (PWR)  

¶ AOO or DBA combined with multiple failures on safety systems10 

o Anticipated transient without scram (ATWS): AOO combined with the failure of rod 
drop 

o AOO or DBA combined with the failure of the protection system or the safety 
actuation system of safety systems 

o Station Black Out (SBO): Loss Of Offsite Power combined with the failure of all 
Stand-by and Emergency Diesel Generators 

o Total loss of feed water: loss of Main Feedwater combined with total loss of 
Emergency Feedwater 

o LOCA together with the complete loss of one emergency core cooling system (PWR) 
or LOCA together with loss of emergency core cooling system injection and loss of 
loops isolation (CANDU)  

o Loss of required safety systems in the long term after a postulated initiating event  

¶ Multiple failures PIE 

o Loss of the component cooling water system or of the essential service water system  

o Loss of core cooling in the residual heat removal mode  

o Loss of fuel pool cooling  

o Loss of Ultimate Heat Sink function  

                                                        
9
 The failures of supporting systems are implicitly included among the causes of safety system failure. 
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The ability of a plant to limit consequences of a core melt needs to be demonstrated through 
selection of and analysis of sequences with core melt. 

Examples of DEC 2 initiators include the following: 

• Complete loss of the residual heat removal from the reactor core, 
• LOCA with a complete loss of the emergency core cooling (PWR) and additional of loss of 

moderator cooling (CANDU), 
• Complete loss of electrical power for an extended period. 
• In CANDU reactors the DEC 2 conditions may be initiated as LCDA with eventual loss of 

moderator cooling and loss of moderator make-up. 

 

3.  ACCEPTANCE CRITERIA  

Acceptance criteria are among the principal requirements laid out on the nuclear facilities [1, 3, 6].  
The role of the acceptance criteria is to judge the acceptability of the results of safety analysis, and 
to ensure that an adequate level of defence in depth is maintained by preventing damage to barriers 
against the release of radioactive material and preventing unacceptable radiological releases. They 
may: 

¶ Set conditions for plant states during and after an accident; 

¶ Set numerical limits on the values of predicted parameters; 

¶ Set performance requirements on systems; 

¶ Set requirements on the need for, and the ability to credit, actions by the operator. 

Acceptance criteria should be developed in two levels as follows:  

¶ Global/high level criteria which relate to radiological consequences of plant operational 
states or accident conditions. They are usually expressed in terms of releases or doses and 
often defined in law or by the regulatory body. The Romanian global acceptance criteria are 
listed in Section 3.1, and they are in accordance to [7, 8]. 

¶ Technical (detailed) criteria shall be used which relate to integrity of barriers (fuel matrix, 
fuel cladding, reactor coolant system pressure boundary, containment) against radioactive 
releases [6]. These detailed (specific) acceptance criteria should be set in terms of the 
variable or variables that directly govern the physical process that challenges the integrity of 
a barrier. As a common engineering practice, surrogate variables can be used to establish an 
acceptance criterion limit, which, if not exceeded, will ensure that the barrier integrity limit 
is not reached. They are usually expressed in terms of limiting values of variables essential 
for integrity of barriers, such as pressures, temperatures, heat fluxes, stresses, etc.  A high 
degree of conservatism must be achieved by defining these acceptance criterion limits to 
confirm that there are adequate safety margins beyond the acceptance criterion to allow for 
uncertainties [14]. The detailed (specific) acceptance criteria are typically proposed by the 
designer; however they must be approved by CNCAN for the use in the safety demonstration. 

The range and conditions of applicability of each specific criterion should be clearly specified. In 
particular, predicted radiological consequences strongly depend on conditions and assumptions for 
their evaluation. Assumptions such as fission products release factors, fission product removal 
mechanisms, duration of release, containment by-pass releases, duration of exposure for the public, 
routes for inhalation, ingestion and direct radiation, and weather categories can affect the 
predictions by several orders of magnitude. Acceptance criteria can significantly vary accordingly. 
Therefore, acceptance criteria should be always associated with sufficiently detailed conditions and 
assumptions for safety analysis. 
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3.1 Global acceptance criteria 

The Romanian global/high level acceptance criteria defined as quantitative safety objectives in 
Romanian regulation on design of new NPPs [8] are presented in Table 2. These criteria have been 
chosen based on the current international safety standards, such as the recommendations of the 
ICRP (International Commission on Radiological Protection) and taking into account of similar 
numerical targets used in countries like Canada, USA and the UK. 

 

Table 2: Quantitative nuclear safety objectives for the verification of the design as a whole 
(quantitative risk objectives), [8] 

Event Class Estimated annual frequency of 
occurrence for an event or 
sequence of events 
 (95% confidence value) 

Maximum value for the effective dose for the most 
exposed individual situated outside the exclusion zone 
 (calculated for 30 days since the start of the release, 
for all paths of exposure)  

Class 1  f  > 1E-2 0.5 mSv 

Class 2 1E-2 >  f  > 1E-3 1 mSv 

Class 3 1E-3 >  f  > 1E-4 10 mSv 

Class 4 1E-4 >  f  > 1E-5 50 mSv  

Class 5 1E-5 >  f  > 1E-6 100 mSv 

Class 6 1E-6 >  f  > 1E-7 250 mSv 

 
Additionally it is required that the analyses of anticipated operational occurrences, postulated 
accidents and design extension conditions shall show that the reactor can be shut down and 
maintained in shutdown state and that the plant can be brought to a controlled state and, 
thereafter, to a safe state. In addition, it shall be shown that the plant can, in the long run, be 
brought to a state where fuel removal from the reactor is possible. 

3.2 Technical (detailed) acceptance criteria 

The detailed acceptance criteria shall include the following: 

¶ An event should not generate a subsequent more serious plant condition without the 
occurrence of a further independent failure. Thus an anticipated operational occurrence by 
itself should not generate a DBA (defence in depth Level 2), and such an accident by itself 
should not generate (defence in depth Level 3) design extension conditions (defence in 
depth Level 4); 

¶ There should be no consequential loss of function of the safety systems needed to mitigate 
the consequences of an accident;  

¶ Systems used for accident mitigation should be designed to withstand the maximum loads, 
stresses and environmental conditions for the accidents analyzed. This should be assessed 
by separate analyses covering environmental conditions (i.e. temperature, humidity or 
chemical environment) and thermal and mechanical loads on plant structures and 
components;  

¶ The pressure in the primary and secondary systems should not exceed the relevant design 
limits for the existing plant conditions. Additional overpressure analysis may be needed to 
study the influence of failures on safety and relief valves; 

¶ The number of fuel cladding failures which could occur should be established for each type 
of PIE to allow the global radiological criteria to be met;  

¶ In LOCAs with fuel uncovering and heatup, a coolable geometry and structural integrity of 
the fuel rods should be maintained;  
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¶ No event should cause the temperature, pressure or pressure differences within the 
containment to exceed values which have been used as the containment design basis. Ο 

Detailed criteria should be specified so that to ensure sufficient margin between the criterion and 
the physical limit for loss of integrity of a barrier against releases of the radioactivity [6,17]. For 
specification of a set of criteria depending on specific design solutions the following groups and 
examples of criteria should be considered as appropriate: 

¶ Criteria related to integrity of nuclear fuel matrix: maximum fuel temperature, maximum 
radially averaged fuel enthalpy (both values with their dependence on burn-up and 
composition of fuel / additives like burnable absorbers); 

¶ Criteria related to integrity of fuel cladding: minimum departure from nuclear boiling ratio, 
maximum cladding temperature, maximum local cladding oxidation); 

¶ Criteria related to integrity of the whole reactor core: adequate subcriticality, maximum 
production of hydrogen from oxidation of claddings, maximum damage of fuel elements in 
the core, maximum deformation of fuel assemblies (as required for cooling down, insertion 
of absorbers, and de-assembling); 

¶ Criteria related to integrity of the reactor coolant system: maximum coolant pressure, 
maximum temperature, pressure and temperature changes and resulting stresses-strains in 
the coolant system pressure boundary, no initiation of a brittle fracture or ductile failure 
from a postulated defect of the RPV; 

¶ Criteria related to integrity of the secondary circuit (if relevant): maximum coolant pressure, 
maximum temperature, pressure and temperature changes in the secondary circuit 
equipment; 

¶ Criteria related to integrity of the containment and limitation of releases to the 
environment: maximum and minimum pressure, maximum pressure differences acting on 
containment walls, leakages, concentration of flammable/explosive gases, acceptable 
working environment for operation of systems; in particular in the case of the containment 
it is necessary to distinguish between criteria for design basis and for beyond design basis 
events. 

¶ Examples of specific CANDU acceptance criteria as used in Canada are listed in ANNEX  I. 

For postulated initiating events occurring during shutdown operational regimes or other cases with 
disabled or degraded integrity of any of the barriers, more restrictive criteria should be preferably 
used, e.g. avoiding boiling of coolant in open reactor vessel (PWR), or in primary heat transfer 
system drained (CANDU), or in the spent fuel pool, or avoiding uncovery of fuel assemblies. 

In addition to all pertinent physical quantities, the evaluation of stresses and strains should consider 
the environmental conditions resulting from each loading, each loading combination and 
appropriate boundary conditions. The acceptance criteria should adequately reflect the prevention 
of consequential failure of structures or components needed to mitigate the consequences of the 
hazards which are correlated to the assumed loading. 

In general, acceptance criteria related to integrity of barriers should be more restrictive for events 
with higher probability of occurrence. For anticipated operational occurrences there should be no 
failures of any of the physical barriers (fuel matrix, fuel cladding, reactor coolant pressure boundary 
or containment) and no fuel damage (or no additional fuel damage if minor fuel leakage, within 
operational limits, already exists). For design basis accident, there should be no consequential 
damage of the reactor coolant system, containment integrity should be preserved, and damage of 
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the reactor fuel should be limited. For severe accidents, containment integrity should be maintained 
either infinitely or at least for sufficiently long time.  

The range and conditions of applicability of each specific criterion should be clearly specified. In 

particular, predicted radiological consequences strongly depend on conditions and assumptions for 

their evaluation. Assumptions such as fission products release factors, fission product removal 

mechanisms, duration of release, containment by-pass releases, duration of exposure for the public, 

routes for inhalation, ingestion and direct radiation, and weather categories can affect the 

predictions by several orders of magnitude. Acceptance criteria can significantly vary accordingly. 

Therefore, acceptance criteria should be associated with sufficiently detailed conditions and 

assumptions for safety analysis. 

In addition to the analysis of events traditionally considered in the design basis for a nuclear power 
reactor (loss of coolant accidents, loss of regulation accidents, etc.), it is required in the evaluation to 
address design extension conditions which may also include serious degradation of the reactor core 
and melting of the nuclear fuel.  

For design extension conditions, Romanian regulations [7, 8 ] specifically require that following shall 
be demonstrated: 

¶ The reactor can be shut down and maintained in subcritical state for an indefinite period of 
time, with a sufficient safety margin, for any credible severe accident scenario; 

¶ The design provides for at least one reliable heat transfer path for the removal of heat from 
the reactor core to the ultimate heat sink, available in case of severe accident; 

¶ The design provides for systems that limit the concentration of combustible gases in the 
containment, for the prevention of explosions;  

¶ The design includes provisions for the retention of radioactive materials inside the 
containment building; 

¶ The design provides for systems for the limitation of temperature and pressure within the 
containment, to maintain its structural integrity and to prevent uncontrolled radioactive 
releases to the environment in case of severe accident; 

¶ The design provides for instrumentation and control systems that can be credited in the 
implementation of severe accident management procedures.  

Credible events and combinations of events are considered those which can physically occur and 
which have an estimated frequency of occurrence > 1E-7/year. The criteria for the screening of 
events will have to be justified by the designer.  

The severe accident analyses have to be performed to determine, as accurately as possible, the 
minimum performance requirements for the systems credited for the limitation of the consequences 
of such accidents. Also, these analyses need to be performed in order to confirm the feasibility of 
the implementation of severe accident management procedures which have the purpose to limit the 
core damage and to protect the physical and functional integrity of the containment system.  

Plant design objective should be to practically eliminate large early radioactive releases11 (which 
would have to be demonstrated probabilistically) and to demonstrate that accident sequences 
with late containment failure would necessitate only protective measures limited in area and 
time. 

                                                        
11

 Early radioactive release relates to release before public protective measure are put in place. 
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The designer and / or licence applicant has to analyse also the severe accident sequences that 
involve unavailability of the containment system, with the purpose of evaluating the potential 
radiological consequences and of quantifying the risk due to such accident scenarios, as well as for 
establishing the emergency response measures to be taken in such situations. The technical 
acceptance criteria associated with the fulfilment of the safety functions under severe accident 
conditions have to be established by the designer and / or licence applicant taking into account the 
quantitative safety objectives set forth in the above mentioned regulation. 

 

4.  ANALYSIS METHODS  

The deterministic safety analyses of different categories of PIEs and accident scenarios should 
demonstrate the fault tolerance of the engineering design (such as protection against single failure, 
instrumentation and control system errors and delays, internal and external hazards, etc.), the 
effectiveness of the safety systems, and of the safety provisions for design extension conditions, 
according to [3, 5, 14, 17]. The analyses should confirm adequacy of the design of NPP systems or 
components, as well as the envisaged operator actions, by demonstrating compliance with the 
established acceptance criteria.   

The deterministic safety analysis method shall in general include the following elements:  

¶ Identifying the scenarios to be analyzed as required to attain the analysis objectives;  

¶ Identifying the applicable acceptance criteria, safety requirements, and limits;  

¶ Identifying the important phenomena of the analyzed event;  

¶ Selecting the computational methods or computer codes, models, and correlations that 
have been validated for the intended applications;  

¶ Assumptions for boundary and initial conditions  

¶ Calculations, including: 
o sensitivity analysis and identifying, where necessary, margins to cliff-edge effects, 
o analysis of the event from the initial steady state up to a predefined long-term 

stable state; 

¶ Accounting for uncertainties in the analysis data and models; 

¶ Verifying calculation results for physical and logical consistency;  

¶ Processing and documenting the results of calculations to demonstrate conformance with 
the acceptance criteria;  

In accordance with [3] the approach to the deterministic analysis for design or licensing purposes 
should be conservative (see Section 1.3 and Footnote 2).  

The current methods of deterministic safety analysis for anticipated operational occurrences and 
accidents are as follows: 

1. Use of conservative computer codes with conservative initial and boundary conditions 
(conservative analysis). 

2. Use of best estimate computer codes combined with conservative initial and boundary 
conditions (combined analysis). 

3. Use of best estimate computer codes with conservative and/or realistic input data but 
coupled with an evaluation of the uncertainties in the calculation results, with account taken 
of both the uncertainties in the input data and the uncertainties associated with the models 
in the best estimate computer code (best estimate analysis). The result, which reflects 
conservative choice but has a quantified level of uncertainty, is used in the safety evaluation. 
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Table below shows the analytical options with choices of code, systems availability, and input data 
[6, 14]. Sections 4.2 and 4.3 provide more insight into the available approached to conservative and 
best estimate analyses. 

 

Table 3: Options for combination of conservative and best estimate codes with availability of 
systems and assumptions for initial and boundary conditions 

 

Option Computer code Availability of 
systems 

Initial and 
boundary conditions 

1. Conservative Conservative Conservative 
assumptions 

Conservative input data 

2. Combined Best estimate Conservative 
assumptions 

Conservative input data 

3. Best estimate Best estimate Conservative 
assumptions 

Realistic plus uncertainty; partly most 
unfavourable conditions

12
 

For design extension conditions, best estimate calculations are usually performed, together with 
consideration of the uncertainties associated with the relevant phenomena. However, since 
quantification of uncertainties is not feasible, it should be demonstrated by sensitivity analysis that 
cliff-edge effects potentially leading to early or large radioactive releases can be practically 
eliminated. 

4.1 Conservative and combined analyses 

Option 1 (see Table 3) is traditional conservative analysis where both the assumed plant conditions 
and the physical models used are set conservatively [6]. The reasoning is that such an approach 
would demonstrate that the calculated safety parameters are within the acceptance criteria and 
would ensure that no other transient of that category would exceed the acceptance criteria. This 
method, when applied, will require justification and demonstration that the codes used are well 
verified and validated for the expected conditions. Additionally, since use of conservative computer 
code can mask certain phenomena or change significantly the order of the phenomena, such 
analysis should be supported (associated) by adequate sensitivity analysis or analysis by a best 
estimate computer code in order to demonstrate that important safety issues are not being 
concealed by the conservative code. 

In conservative or combined safety analysis, conservative estimate of initial and boundary conditions 
should be used as input for the analysis, as well as conservative assumptions with regard to the 
availability of systems and operator actions. Examples of initial conditions are reactor power level, 
power distribution, pressure, temperature and flow in the primary circuit. Examples of boundary 
conditions are conditions such as the trip set-points for the actuation of safety systems (pumps and 
power supplies, etc), leading to changes in flow rates, external sources and sinks for mass and 
energy, and other parameters during the course of the transient. 

                                                        
12 Realistic input data are used only if the uncertainties or their probabilistic distributions are known. For those 

parameters whose uncertainties are not quantifiable with a high level of confidence, conservative values should be 
used. 
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All consequential failures associated with the postulated initiating event should also be included in 
the analysis, in addition to the single failure. Furthermore, unavailability due to on-line maintenance 
should be considered if this is tolerated in plant operating procedures. These include the following: 

¶ If the initiating event is a failure of part of an electrical distribution system, the DBA analysis 
should assume the unavailability of all the equipment powered from that part of the 
distribution system. 

¶ If the initiating event is an energetic event, such as the failure of a pressurized system that 
leads to the release of hot water or pipe whip, the definition of the DBA should include 
failure of the equipment which could be affected. 

¶ For internal events such as fire or flood or external events such as earthquakes the definition 
of the design basis event should include failure of all the equipment which is neither 
designed to withstand the effects of the event nor protected from it. 

In addition to the postulated initiating event itself, a loss of off-site power should be considered, as 

appropriate. For such cases, the assumption that gives the most negative effect on the margin to the 

acceptance criterion should be chosen.  

Conservative assumptions should be made with respect to the timing of operator actions. The 

actions of the plant staff to prevent or mitigate the accident should only be modelled if it can be 

shown that there is sufficient time for them to carry out the requested actions, there are 

acceptable working conditions in the control places, ample information is available for event 

diagnosis (considering the effects of the initiating event and the single failure criterion), adequate 

written procedures are available, and sufficient training has been provided. Plant staff actions are 

typically assumed to occur no sooner than thirty minutes after the event begins. It should be 

assumed that in most cases post-accident recovery actions would be taken by the operator.  

It should be demonstrated that the calculated results are conservative for all relevant acceptance 

criteria. The interaction with the set points for activation of the relevant safety systems or the plant 

control systems should be reviewed to ensure that the conservatism of the results is adequate. 

In case of using best estimate code in combination with conservative inputs and assumptions it 

should be assured that in this approach the uncertainties associated with the use of the best 

estimate code models are sufficiently compensated by conservative inputs. The following should be 

taken into account: 

¶ In some cases different analyses with different conservative assumptions may be necessary 
for a single event in order to demonstrate that different acceptance criteria are met 

¶ Sensitivity calculations should be presented to support conservative selection of inputs, or 
reference made to such calculations, 

¶ Intentional conservatisms may not always lead to conservative results, 

¶ Degree of conservatism can change during a course of the event, and not always a 
conservative assumption is valid throughout the whole transient, 

¶ Due to conservatism there are possible misleading sequences of events and unrealistic time-
scales, 

¶ There is a high risk of user effects if conservative values are selected based on engineering 
judgment. 
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¶ Conservative assumptions may not always cover model errors, known code uncertainties 
should be considered in establishment of conservative assumptions for safety important 
parameters. 

4.2 Best estimate analysis   

Option 3 (Table 3) allows the use of best estimate models in the code instead of conservative 

models, together with more realistic initial and boundary conditions. Because the results of best 

estimate codes are not designed to bound experimental data, best estimate codes are not intended 

to provide conservative results. Therefore, uncertainties need to be identified so that the 

uncertainty in the calculated results can be estimated, according to [6]. A high probability that 

acceptance criteria would not be exceeded should be demonstrated (see Section 5). The 

uncertainties associated with the use of a best estimate computer code and realistic 

assumptions for the initial and boundary conditions should be combined statistically. Any 

dependence between uncertainties, if present, should be taken into account. In addition, it 

should be verified that the ranges of parameters that are applied are realistic. Sensitivity studies 

should be performed, especially to detect any “cliff edge effect”. 

Quantification of uncertainties should be based on statistically combined uncertainties for plant 
conditions and code models to establish, with a specified high probability, that a large number of 
calculated results, the one-sided tolerance limit, stay below the acceptance criteria. It is common 
practice to require that assurance be provided at a 95% or greater probability that at least 95% of 
the results comply with applicable acceptance criteria for a plant. A confidence of 100% (i.e. 
certainty) cannot be achieved because only a limited number of calculations can be performed. The 
95% probability level is selected primarily to be consistent with standard engineering practice in 
regulatory matters. Approaches used in determination of uncertainty are additionally discussed in 
next section and examples are given in ANNEX III. 

Best estimate code (equations, models and correlations implemented in the code are best estimate) 
realistically describe the behaviour of physical processes in a component or system. This requires 
sufficient data and scientific assessment to be able to ensure that all important phenomena have 
been taken into account in the modeling or that their effects are bounded. Establishing that all 
important phenomena have been taken into account in the modeling or that their effects are 
bounded should be part of the validation programme. This validation should be demonstrated for 
each modeled transient and each reactor. 

Uncertainties in the results due to unavoidable approximations and deficiencies in the modeling 
should be quantified using experimental results. This is especially important when values of safety 
parameters approach acceptance criteria, for example, 1200°C for peak cladding temperature in a 
pressurized water reactor. Justification of the uncertainties and deficiencies should be based on a 
sufficient number of calculations to bound with 95% confidence the results of an experiment 
representing similar type of accident. 

4.3 Sensitivity and uncertainty analyses 

Adequate consideration shall be given to uncertainties for all operational states and accident 
conditions [3, 6, 14]. Simplifications and incompleteness of knowledge give rise to uncertainties in 
the prediction of outcomes for a specified problem. There are two categories of uncertainties. The 
first category of uncertainty has to do with events or phenomena that occur in a random manner, 
such as random failures of equipment, instrumentation error, or certain geometrical or material 
properties.  



 

 25 / 90 

The second category is associated with the imprecision and lack of knowledge relating to a given 
problem under consideration. In any analysis or analytical model of a physical phenomenon, 
simplifications and assumptions are made. Additionally, the state of knowledge within the relevant 
scientific and engineering disciplines may be incomplete. This type uncertainty will be reduced with 
increasing state of knowledge. 

Uncertainties in computational predictions should be taken into account either implicitly by 
bounding them using conservative or combined approach associated with sensitivity analysis, or 
explicitly by quantification of uncertainties using best estimate approach. This is in particular 
important for the most limiting conditions (with the smallest margins to acceptance criteria).  

In deterministic safety analysis, the sources of uncertainty fall within five general categories: 

1. Code or model uncertainties: Approximations such as including only some terms in the 
field equations (e.g. the viscous stress terms are sometimes not included), uncertainties 
in material properties and the assumption that fully developed flow exists in the system 
are included in this group of uncertainties. 

2. Representation uncertainties: The discretization of the system (other terms for this 
include the uncertainty associated with the nodalization or mesh cells representation of 
the system) to obtain the control volumes that are represented by the field equations. 

3. Scaling uncertainty: Using data recorded in scaled experiments and the reliance on 
scaling laws to apply the data results to full scale systems. 

4. Plant uncertainty: The uncertainty bands associated with the boundary and initial 
conditions for the nuclear power plant condition under consideration, for example core 
power. 

5. User effect: The variation in both the way a number of users will: (i) create and apply a 
system analysis code and (ii) misapply the system analysis code (i.e. user errors). 

It should be noted that item 5 (user effect) is not specifically addressed in any uncertainty method. 
Rather user effect reduction techniques, such as proper training and guidance on code application, 
need to be applied [see also Section 7.1 on User effects]. 

Quantification of the degree of impact of the uncertainty from the individual input parameters of 
the model on the overall model outcome is done by sensitivity analysis. It consists of systematic 
variations in code input variables or modeling parameters to determine the influence of important 
phenomena or models on the overall results of the analysis, particularly the key parameters for an 
individual event.  

Sensitivity studies include systematic variation of the code input variables and modeling parameters, 
should be used to identify the important parameters necessary for the analysis and to show that 
there is no abrupt change in the result of the analysis for a realistic variation of inputs (‘cliff edge’ 
effects). For practical reasons, only limited number of input or modelling parameters with strongest 
effect on results of analysis can be involved in sensitivity analysis. Variation in parameters in a given 
range is also aimed to identify the values that lead to the smallest margins to a selected acceptance 
criterion and therefore such values are criterion dependent. Moreover, importance of any 
parameter may change during the transient. Attention should be paid to the fact that if the selected 
parameters are not independent their arbitrary variation may cause problems due to inconsistency 
of data (e.g. violation of balance laws). 
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A combination of sensitivity studies, code to code comparisons13, code to data comparisons and 
expert judgements may be used to address uncertainties. However, at the current level of 
knowledge, preference should be given to quantitative evaluation of uncertainties. 

4.4 Requirements for validation of codes and methods 

Any calculational methods and computer codes used in the safety analysis shall undergo verification 
and validation, according to [3].  

Verification of the code design should be performed by the code developers to demonstrate that 
the code design conforms to the design requirements [6]. In general, the verification of the code 
design should ensure that the numerical methods, the transformation of the numerical equations 
into a numerical scheme to provide solutions, and user options and their restrictions are 
appropriately implemented in accordance with the design requirements.  

System code verification is the review of source coding in relation to its description in the system 
code documentation. The model and code verification is performed by the code developer before 
releasing the code to users.  

The plant and fuel type specific experimental correlations used in the calculation methods shall be 
justified by presenting the measurement data from which the correlations have been derived. If the 
correlation is commonly known and the measurement data are publicly available, a bibliographic 
reference is sufficient. 

Validation of codes has to be conducted to provide confidence in the ability of a code to predict, 
realistically or conservatively, the values of the safety parameter or parameters of interest. It should 
also quantify the accuracy14 with which the values of parameters can be calculated.  

In general, validation should be performed in two phases: the development phase, in which the 
assessment is done by the code developer, and the independent assessment phase, in which the 
assessment is performed by someone who is independent of the developer of the code. Both phases 
are necessary for an adequate assessment. If possible, the data that are used for the independent 
validation of the code and the data that are used for the validation by the code developers should be 
derived from different experiments.  

The data used in the validation process should be obtained from: 

¶ Basic tests. Basic tests are simple test cases that may not be directly related to a nuclear 
power plant. These tests may have analytical solutions or may use correlations or data 
derived from experiments.  

¶ Separate effect tests. Separate effect tests address specific phenomena that may occur at a 
nuclear power plant but do not address other phenomena that may occur at the same time. 
Separate effect tests should ideally be performed at full scale. In the absence of analytical 
solutions or experimental data, other codes that are known to model accurately the limited 
physics represented in the test case may be used to determine the accurate solution.  

¶ Integral tests. Integral tests are test cases that are directly related to a nuclear power plant. 
All or most of the relevant physical processes are represented. However, these tests may be 

                                                        
13

 The code use for benchmarking in the code to code comparisons must be adequately validated  
14 The code accuracy is defined by the bias and the variability in bias, and should be obtained from the 

comparison of code predictions with experimental data, plant data or other applicable data. However, the bias 
is expected to be small. If significant code biases are found after the code validation effort, this implies that 
there is a deficiency in the code models for the particular phenomena or phenomenon as observed in the 
tests. The models in the code should be improved to remove or minimize the bias as much as possible. 
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carried out at a reduced scale, may use substitute materials or may be performed at low 
pressure.  

¶ Nuclear power plant level tests and operational transients. Nuclear power plant level tests 
are performed on an actual nuclear power plant. Validation through operational transients 
together with nuclear power plant tests are important means of quantifying the plant 
model.  

The verification and validation needs to be properly documented and limitations and potential 
shortcomings of the code need to be clearly identified. This documentation needs to be made 
available to code users. 

For safety analysis, only codes with pedigree with documented validation and verification should be 
used. The documentation of code validation and verification has to be made available to the 
regulatory authority when requested. 

 

5.  TYPES OF ACCIDENT ANALYSES  

Deterministic safety analyses are primarily used the following areas (according to [3, 6, 14, 17]):  

¶ Design of nuclear power plants. Such analyses require either a conservative approach or a 
best estimate analysis together with an evaluation of uncertainties. 

¶ Production of new or revised safety analysis reports for licensing purposes, including 
obtaining the approval of the regulatory body for modifications to a plant and to plant 
operation. For such applications, both conservative approaches and best estimate plus 
uncertainty methods may be used. 

¶ Assessment by the regulatory body of safety analysis reports (audit analyses). For such 
applications, both conservative approaches and best estimate plus uncertainty methods may 
be used. 

¶ Analysis of incidents that have occurred or of combinations of such incidents with other 
hypothetical faults. Such analyses would normally require best estimate methods, in 
particular for complex occurrences that require a realistic simulation. 

¶ Development and maintenance of emergency operating procedures and accident 
management procedures. Best estimate codes together with realistic assumptions should be 
used in these cases. 

¶ Refinement of previous safety analyses in the context of a periodic safety review to confirm 
that the original assessments and conclusions are still valid taking in consideration plant 
modification, aging and other issues that might affect safety performance of the plant.  

¶ Analysis in support of PSA. For Level 1 PSA deterministic analysis are used to evaluate 
success criteria for safety systems action. In Level 2 PSA deterministic methods play a very 
significant role as they are used to analyze progression of the accident including all in vessel 
phenomena, fission product transport, interactions of core melt with structures, evaluation 
of containment integrity and source term assessment. In Level 3 PSA deterministic methods 
are used to analyze dispersion of radionuclides and assessment of dose and consequences. 

This chapter addresses several applications of deterministic analysis with the focus on licensing type 
of analyses usually to be found in safety analysis reports. Additionally, addressed will be the use of 
DSA for validation of EOPs and SAMGs, analyses related to PSA, support for accident management 
and emergency planning, analyses of operational vents, and regulatory audit analyses. 
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5.1 Licensing analysis 

Compliance with all applicable regulations and standards and other relevant safety requirements is 
essential for the safe and reliable operation of a nuclear power plant. This should be demonstrated 
by means of an initial or an updated safety analysis report15 [3, 6, 14].  

The licensing analyses have to examine all plant states discussed in Chapter 2.  

On the basis of this analysis, the robustness of the design in performing its safety functions during 
postulated initiating events and accidents should be established. In addition, the effectiveness of the 
safety systems and safety related systems should be demonstrated, and guidance for emergency 
response should be provided.  

Analyses should be performed for transients that can occur in all planned modes of the plant in 
normal operation, including operations during shutdown. For this mode of operation, the 
contributors to risk include: the inability to start some safety systems automatically; equipment in 
maintenance or in repair; reduced amounts of coolant in the primary circuit as well as in the 
secondary circuit for some modes; instrumentation switched off or non-functional and 
measurements not made; open primary circuit; and open containment. Where appropriate, the 
specific features of a best estimate analysis of shutdown transients should include stratification of 
coolant either in the reactor pressure vessel or fuel channels (CANDU), low power, low inventory 
conditions, the presence of non-condensable gases and long term evolution of a transient. Every 
configuration of shutdown modes should be analyzed. The main objectives of the analysis are to 
evaluate the ability of plant systems to perform safety functions and to determine the time available 
for the operators to establish safety functions. These safety functions include controlling the 
reactivity of the fuel, maintaining the ability to remove heat from the fuel, and maintaining the 
containment integrity. 

The range of scenarios should be evaluated to determine potential cliff edge effects -whether abrupt 
changes in the results of the analysis occur for a realistic variation of inputs.  

The deterministic safety analysis should demonstrate that the plant can be maintained in a stable, 
cold and depressurized state for a prolonged period.  

They shall also demonstrate the effectiveness of all credited shutdown means by demonstrating that 
the design meets applicable acceptance criteria as follows: 

¶ reactors with inherent safety: designs that demonstrate that any AOO or DBA with failure of 
the fast-acting shutdown means (anticipated transient without reactor trip type analysis) 
does not lead to severe core damage and a significant early challenge to containment 

¶ for reactors with engineered safety it demonstrate that any AOO or DBA with failure of one 
of the fast-acting shutdown means does not lead to severe core damage and a significant 
early challenge to containment. 

Following shall be assumed for the AOO and DBA analyses16, according to [14]:  

¶ A single-failure criterion to all safety systems and their support systems shall be applied17; 

                                                        
15

 The safety analysis of the plant design shall be consistent with the current or ‘as built’ state” 
16 These assumptions apply in general also to DEC analyses 
17

 The analysis should assume a single failure to occur for each element of a safety group in turn, and identify 
the worst single failure for each acceptance criterion. In addition to a single failure of a component, the 
analysis should account for the impact of possible maintenance, testing, inspection or repair on safety group 
performance.  



 

 29 / 90 

¶ Account given for consequential failures18 that may occur as a result of the initiating event; 

¶ In addition to a single failure and any consequential failures, a loss of offsite power should 
be assumed, unless a justification is provided; 

¶ Credit for actions of a systems can be given only when the systems are qualified for the 
accident conditions, or when their actions could have a detrimental effect on the 
consequences of the analyzed accident; 

¶ Safety systems should be credited at their minimum allowable performance, in accordance 
with the OLCs; 

¶ Account for the possibility of the equipment being taken out of service for maintenance;   

¶ Credit operator actions only when there are:  

a. unambiguous indications of the need for such actions 

b. adequate procedures and sufficient time to perform the required actions 

c. environmental conditions that do not prohibit such actions.  

¶ No credit should be taken for the operation of the control systems in mitigating the effects 
of the initiating event. The effects of control system actions should be considered, if these 
actions would aggravate the transient or delay the actuation of the protection features; 

¶ Any process equipment that is operating prior to the event is assumed to continue 
operating, if it is not affected by the initiating event;  

¶ For designs with two redundant, fast-acting means of shutdown, both of which should be 
demonstrated to be equally effective, according to [14]; 

¶ The containment leakage rate assumed in the analysis should be based on end of life 
conditions, be conservative and based on containment design leak-tightness requirements, 
and confirmed by the leakage rate tests.  

The distributed nature of the core of a PHWR, with a network of feeder pipes circulating coolant 
between large diameter headers and individual fuel channels, requires different then for PWRs 
considerations for accident sequences and analyses.   

Source terms should be evaluated, according to [6], for operational states and accident conditions 
for the following reasons:  

¶ To ensure that the design is optimized so that the source term will be reduced to a level that 
is as low as reasonably achievable;  

¶ To demonstrate that the design ensures that requirements for radiation protection, 
including restrictions on doses, are met;  

¶ To provide a basis for the emergency planning arrangements that are required to protect 
the public in the vicinity of the reactor;  

¶ To demonstrate that the qualification of equipment that is required to survive design basis 
accidents, including instruments and gas treatment systems, is adequate.  

In addition, source terms may be evaluated to support software for use in emergency planning that 
employs theoretical source terms related to the damage to the plant to provide an early indication 

                                                        
18

 Any failures that occur as a consequence of the initiating event are part of that event and are not considered 
to be a single failure for the purpose of safety analysis. For example, equipment that is not qualified for 
specific accident conditions should be assumed to fail unless its normal operation leads to more conservative 
results. 
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of what emergency measures are required. This allows decisions to be made early, before 
measurements of the activity levels of released radioactive material outside the plant can be made.  

5.1.1 Normal operation 

The primary purpose for safety analysis for normal operation is to estimate of the plant’s planned 
releases of radioactive material and to establish radiation doses to the plant workers and the public 
resulting from the normal operation of the plant [3].  

For workers on the site, the dose predictions should be based on the specific operations involved in 
the running and servicing of the plant. The dose predictions should include the contributions from 
direct radiation and from the intake of radioactive material. The analysis should take account of the 
duration, frequency and numbers of people involved in each of the activities. Estimates should be 
made of both the highest individual dose and the annual group average dose, according to [6]. 

For members of the public, the dose predictions should include the contributions from direct 
radiation, intake of radioactive material and doses received through the food chain as a result of 
discharges of radioactive material from the plant. The doses should be estimated for the critical 
group. 

Uncertainties are expected in making the dose predictions, therefore conservative assumptions 
should be made. 

When the dose predictions depend on the dose rates arising from the buildup in the level of the 
inventories of radioactive material or from the level of contamination, the prediction should be 
based on the maximum values that are likely to occur during the lifetime of the plant (and 
acceptable by plant limits and conditions). 

The dose predictions should take account of any relevant operating experience data. This could be 
derived from the operation of the actual plant or similar plants.  

These dose estimates should be compared with the radiological criteria developed for the plant. This 
should include dose limits which are legal requirements or requirements of the regulator (See 
Chapter 3) and should take account of the current recommendations of the International 
Commission on Radiological Protection (ICRP) [21]. The results of these dose estimates should be 
assessed to identify any weakness in the design or system of operation of the plant; improvements 
should be made where reasonably achievable. 

The normal operation of a nuclear power plant typically includes the following conditions: 

¶ Initial approach to reactor criticality; 

¶ Normal reactor startup from shutdown through criticality to power; 

¶ Power operation including both full and low power; 

¶ Changes in the reactor power level including load follow modes if employed; 

¶ Reactor shutdown from power operation; 

¶ Shutdown in a hot standby mode; 

¶ Shutdown in a cold shutdown mode; 

¶ Shutdown in a refuelling mode (PWR) or equivalent maintenance mode that opens major 
closures in the reactor coolant pressure boundary;  

¶ Refueling at power (CANDU); 

¶ Shutdown in other modes or plant configurations with unique temperature, pressure or 
coolant inventory conditions; 

¶ Handling and storage of fresh and irradiated fuel. 
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The safety analysis should assess whether normal operation of the plant can be carried out safely in 
such a way that plant parameter values do not exceed operating limits. The safety analysis should 
establish the conditions and limitations for safe operation. This would include items such as:  

¶ Safety limits for reactor protection and control and other engineered safety systems,  

¶ Operational limits and reference settings for the control system,  

¶ Procedural constraints for operational control of processes,  

¶ Identification of the allowable operating configurations.  

The safety assessment of design in normal operation should verify that a reactor trip or initiation of 
the safety systems would occur only when required. Spurious trips or initiation of safety systems are 
generally detrimental to safety.  

5.1.2 Anticipated Operational Occurrences 

The Anticipated Operational Occurrences (AOOs) should not lead to any unnecessary challenges to 
safety equipment primarily designed for protection in the event of Design Basis Accidents, DBAs (see 
Section 2.1 and 2.2). It is therefore advisable to demonstrate by the analysis that in case of the 
operation of the plant control systems as intended these systems will be capable to prevent 
initiation of the safety systems [3, 6, 17]. 

For many PIEs the control systems will compensate for the effects of the event without a reactor trip 
or other demand being placed on the safety systems (Level 2 of defence in depth). However, the 
anticipated operational occurrences category should include all the PIEs which might be expected to 
occur during the lifetime of the plant and for which operation can resume after rectification of the 
fault. For these actuation of the safety systems is required, therefore these AOOs should be analysed 
with conservative assumptions. 

The use of a best estimate approach together with an evaluation of the uncertainties may avoid the 
selection of unnecessarily restrictive limits and set points, and may provide a more precise 
evaluation of actual margins relating to the limits and set points. In turn, this may provide additional 
operational flexibility and reduce unnecessary reactor scrams or actuations of the protection 
systems. 

5.1.3 Design Basis Accidents 

The approach to design basis accident analysis shall be conservative19, according to [3].  The 
conservative assumptions made for the design basis analysis should typically include the following 
[6, 15, 17]: 

¶ The initiating event occurs at an unfavourable time as regards initial reactor conditions 
including power level, residual heat level, reactivity conditions, reactor coolant system 
temperature, pressure and coolant inventory, maximum fission product inventory 
determined taking in account all influencing factors over refueling cycles and plant life time; 
containment conditions. 

¶ Any control systems should be assumed to operate only if their functioning would aggravate 
the effects of the initiating event. No credit should be taken for the operation of the control 
systems in mitigating the effects of the initiating event. 

                                                        
19 For scenarios in which the margin is small, a best estimate analysis to quantify the conservatism is 
recommended. 
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¶ All plant systems and equipment not designated and maintained as safety grade (full QA, 
seismic and equipment qualification) should be assumed to fail in the manner that causes 
the most severe effects for the PIE being analysed. 

¶ The worst single failure should be assumed to occur in the operation of the safety groups 
required for the initiating event. For redundant systems it is often assumed that the 
minimum number of trains will operate. 

¶ The safety systems should be assumed to operate at their minimum performance levels.  

¶ Any structure, system or component that cannot be considered fully operable or that 
reaches a limit during the accident for which the designer did not prove full operability 
should be assumed to be unavailable. 

¶ The actions of the plant staff to prevent or mitigate the accident should only be modelled if 
through human reliability analysis is demonstrated that the action is feasible. Plant staff 
actions should be assumed to occur no sooner than 30 minutes after the event begins20. 

¶ The conservative assumptions made should take account of uncertainties in the initial 
conditions of the reactor, including safety system actuation set points. 

The design basis analysis should include any failures which could occur as a consequence of the 
initiating event (and are thus part of the PIE). These include the following: 

¶ If the initiating event is a failure of part of an electrical distribution system, the DBA analysis 
should assume the unavailability of all the equipment powered from that part of the 
distribution system. 

¶ If the initiating event is an energetic event, such as the failure of a pressurized system that 
leads to the release of hot water or pipe whip, the definition of the DBA should include 
failure of the equipment which could be affected. 

¶ For internal events such as fire or flood or external events such as earthquakes the definition 
of the design basis event should include failure of all the equipment which is neither 
designed to withstand the effects of the event nor protected from it. 

Conservative selection of input data and certain modelling assumptions applies not only to neutronic 
and thermal-hydraulic aspects of anticipated operational occurrences and design basis accidents, 
but equally also to structural and radiological aspects.  

For analysis of radiological consequences, the following factors should be addressed: 

¶ Fission product and other radionuclide inventory in the core (or inventory in the spent fuel 
pool); 

¶ Activity in the primary and secondary coolant, including iodine spiking effects; 

¶ Progression of core damage; 

¶ Fraction of radionuclides released from the fuel; 

¶ Retention of radionuclides in the primary cooling system; 

                                                        
20

 The Canadian REGDOC2.4.1, [17], provides the following guidance: “Following the first clear and 
unambiguous indication of the necessity for operator actions, such actions may normally be credited in the 
safety analysis (Level 3 defence in depth) to be started no sooner than:  
. 15 minutes for actions in the main control room  
. 30 minutes for actions outside the main control room”  
Times for operator actions in new nuclear power plants are established in REGDOC-2.5.2, Design of Reactor 
Facilities: Nuclear Power Plants, [17].  
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¶ Performance of containment (washing-out by sprays, emergency ventilation rate, filter 
efficiency, leak rate, liquid effluent release rate, radioactive decay due to time delay of 
release, deposition on surfaces and resuspension);  

¶ Radioactivity release mode (single puff, intermittent, continuous) and the release point 
(stack, ground level, confinement bypass); 

¶ Radioactivity transport in the environment – topological data, meteorological data (wind 
speed, atmosphere stability category), characteristics of radionuclides: radioactive decay 
constants, deposition velocity, resuspension factors, dose factors for external exposure from 
deposit and external exposure from plume, dose factors for internal exposure form 
inhalation. 

In line with the best estimate approach used in other fields of reactor safety analysis, the approach 
which can be recommended for source term evaluation of design basis faults would consist of taking 
into account all significant physical processes occurring during an accident (in accordance with best 
estimate modelling rules) and introducing to the modelling the conservatively determined numerical 
values of initial data and coefficients (which reflects the conservative approach) on a plant specific 
basis. In this way the significance of each physical process for the plant safety would take into 
account specific plant features. 

For CANDU reactors for a single channel event, the maximum fission product release is the complete 
inventory of the fuel channel. For a severe reduction in channel flow, the release could occur very 
rapidly. With the wide range of possible conditions, it is simplest to evaluate the fuel releases 
parametrically, assuming varying magnitudes of release up to the total channel inventory and 
release rates up to an essentially instantaneous release of the volatile fission products. While some 
fission products could remain dissolved in the PHTS or in the moderator, such retention is not 
typically credited. Fission product behaviour in containment is determined by wet aerosol 
phenomena and the complex chemistry of radioiodine.  

5.1.4 Design Extension Conditions 

The analysis of design extension conditions can be based on a best estimate approach rather than 
the conservative approach [3, 4, 17]. However, this analysis should include conservative selection of 
plant initial conditions, conservative assumptions regarding operator actions (the same as in case of 
DBAs) and a conservative consideration of uncertainties and sensitivity analyses. Best estimate 
approach in addition to realistic simulation of physical phenomena allows for the following: 

¶ Single failure criterion does not need to be applied; 

¶ Combination of parameters such as burnup (associated with different time point in the fuel 
campaign) should not be used; 

¶ Relevant parameters may be put at their most likely values.  

The safety analysis for DEC 1 conditions should aim to quantify plant safety margins and 
demonstrate that a degree of defence in depth is still provided for the design extension conditions 
which would: 

¶ Prevent the escalation of events into severe accidents with significant core damage,  

¶ Assess additional design features (or extension of the capability of safety systems) needed to 
ensure that core melt is prevented and that there is an appropriate margin for the facility, 

¶ There are no cliff edge effects, and 

¶ Provide for mitigation measures of the radiological consequences that might occur through 
the provision of plans for on-site and off-site emergency response (DEC 2). 
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Since the physical phenomena taking place in DECs do not qualitatively differ from those present in 
DBAs, the requirements on the selection, validation and use of computer codes specified for DBAs 
should apply also for analysis of DECs. 

It is acceptable to perform the analysis of design extension conditions without core melt by crediting 
systems belonging to DiD level 3, if they are not affected by the combination of failures considered 
in each sequence. 

In case of PHWR consideration of accident sequences is required for which the coolant flow to an 
individual channel is disrupted. These accidents can be initiated by partial or complete blockage of 
the flow, or a break in a feeder or a fuel channel. Since only a limited number of channels are 
instrumented, the event can continue at full power until a reactor trip point is reached (containment 
pressure, for example). The outcome of the event depends on the degree to which cooling for the 
affected channel is reduced. In the extreme case of complete blockage or flow stagnation, the fuel in 
the affected channel can be damaged. The consequences of a single-channel event are determined 
by the extent of fuel damage in the affected channel. Assessments are performed to ensure there 
are no phenomena that can lead to propagation to other fuel channels.  

For a single channel event, with impairment of ECC or containment function the maximum fission 
product release is the complete inventory of the fuel channel. With the wide range of possible 
conditions, it is simplest to evaluate the fuel releases parametrically, assuming varying magnitudes 
of release up to the total channel inventory and release rates up to an essentially instantaneous 
release of the volatile fission products. While some fission products could remain dissolved in the 
PHTS or in the moderator, such retention is not typically credited. Fission product behaviour in 
containment is determined by wet aerosol phenomena and the complex chemistry of radioiodine. 

For the fuel in more than one fuel channel to be damaged, the primary cooling flow must be 
interrupted and emergency core cooling must be impaired. Interruption of the primary coolant flow 
to more than one channel requires an initiating event such as a LOCA that will trip the reactor. 
Thereafter, these events proceed at decay power. The presence of a secondary heat sink, in the 
form of the moderator around every fuel channel, limits the consequences of these accidents. Under 
extreme conditions such as large LOCA with loss of ECCS, the fuel in many fuel channels can undergo 
a high temperature transient. Heat loss from the fuel to the moderator, via the pressure and 
calandria tubes, prevents gross melting of the fuel and preserves the channel core geometry of the 
reactor.  

Design extension conditions with core melt (DEC 2) accident scenarios should be selected for 
analysis following similar rules as presented for analysis of design extension conditions without core 
melt; the indicative list of severe accident shown in Chapter 2 should be consulted for the selection. 
The specific scenarios to be considered as well as the mitigation means are design dependent. At 
least one condition with core melt (DEC 2) should be postulated to provide input to the design of the 
containment and of those plant features necessary to mitigate the consequences of such design 
extension condition with the final objective to avoid early or large releases.  

Specifically, the analysis of design extension conditions including severe accidents with core damage 
should allow the evaluation and demonstration of: 

¶ Compliance with the plant radioactive release targets, expressed either in probabilistic or 
deterministic terms, with limitation of the short and long term health effects; 

¶ The ability of the design to withstand severe accidents and to identify particular 
vulnerabilities;  

¶ The capability of the equipment needed for management of the accident to survive the 
environmental conditions associated with a severe accident; this requirement applies to the 
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containment and to all systems necessary for ensuring containment integrity, and includes 
instrumentation that could monitor the course of the accident; 

¶ Acceptable working conditions for the operators in the control room and in all other 
locations where operator activities may be required; 

¶ To assess the need for features that could be incorporated in the plant design to provide 
defence in depth for severe accidents (not exceeding level 4); 

¶ To identify accident management measures that could be carried out to mitigate accident 
effects; 

¶ To develop an accident management programme to be followed in severe accident 
conditions; 

¶ To provide input for off-site emergency planning. 

Specific acceptance criteria required by regulations for design extension conditions are listed in 
Section 3.2. 

For those hypothetical severe accident sequences (e.g. high pressure core melt in PWRs) that could 
lead to early failure of the containment, it should be demonstrated through DSA and PSA that they 
can be excluded with a very high degree of confidence. 

The severe accident analysis should model (in addition to neutronic and thermal-hydraulic 
phenomena occurring in design basis conditions) the wide range of physical processes that could 
occur following core damage and that could lead to a release of radioactive material to the 
environment. These should include, where appropriate: 

¶ Core degradation processes and fuel melting; 

¶ Fuel–coolant interactions (including steam explosions); 

¶ In-vessel melt retention; 

¶ Vessel melt-through; 

¶ Distribution of heat inside the primary circuit; 

¶ High pressure melt ejection/direct containment heating (PWR); 

¶ Generation and combustion of hydrogen; 

¶ Failure or bypass of the containment; 

¶ Core–concrete interaction; 

¶ Release and transport of fission products; 

¶ Ability to cool in-vessel and ex-vessel core melt; 

¶ Multiple channel rupture and interaction. 

Analysis of severe accidents may be performed using in comparison with design basis accidents less 
conservative or best estimate approach (to the extent possible). Nevertheless, the established 
acceptance criteria should be met with sufficient confidence. Since quantification of uncertainties is 
not practicable or even is impossible, the sensitivity analyses should be performed and documented 
to demonstrate the robustness of the results and the conclusions of the severe accident analyses. 

The safety analysis should demonstrate that compliance with the acceptance criteria is achieved by 
features implemented in the design (safety features for design extension conditions) and not only by 
accident management measures that are using equipment designed for other purposes.  

The analysis should consider operation of safety features designed and qualified for operation under 
severe accident conditions and dedicated to these conditions. All other plant systems, including 
safety systems, should be considered to fail or to function so that to aggravate the course of the 
accident. Consideration of failure does not need to be applied to passive safety systems provided 
that they comply with design and operational requirements applicable for safety features for severe 
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accidents. Performance of the systems should be considered conservatively taking into account 
uncertainties in determination of system characteristics. 

In instances where safety related equipment which is provided for design basis accidents is relied 
upon to cope with DEC situations; there should also be a high confidence that this equipment will 
survive realistic severe accident conditions for the period that is needed to perform its intended 
function. However, it is not necessary for redundant trains to be qualified to meet this goal. 

Consideration of survivability of equipment considered to operate under severe accident conditions 
should include circumstances of the applicable initiating event (e.g. station blackout, earthquakes) 
and the environment (e.g. pressure, temperature, radiation) in which the equipment is relied upon 
to function.  

The same rules for conservative selection of plant initial conditions and assumptions regarding 
operator actions for severe accident analysis should apply as specified for DECs without core melt. 

Additional guidance, specific to PHWRs, on severe accident analyses can be found in IAEA-TECDOC-
1594, [16]. 

5.1.5 Practically Eliminated Conditions 

For future plants, the objective should be to practically eliminate large early radioactive releases 
(which would have to be demonstrated probabilistically) and to demonstrate that accident 
sequences with late containment failure would necessitate only protective measures limited in area 
and time, as it is mentioned in [4]. 

For those hypothetical severe accident sequences that could lead to early or large releases to the 
environment, it should be demonstrated that they can be practically eliminated with a very high 
degree of confidence. The particular considerations should be given to: 

¶ Severe accident conditions that could damage the containment in an early phase as a result 
of direct containment heating, steam explosion or hydrogen detonation; 

¶ Severe accident conditions that could damage the containment in a late phase as a result of 
basement melt-through or containment over-pressurization; 

¶ Severe accident conditions with an open containment — notably in shutdown states; 

¶ Severe accident conditions with containment bypass, such as conditions relating to the 
rupture of a steam generator tube or an interfacing system LOCA. 

The hypothetical accident conditions that require a specific demonstration of their “practical 
elimination” should include at least following: 

1. Events that could lead to prompt reactor core damage and consequent early containment 
failure 

a. Failure of a large component in the reactor coolant system 
b. Uncontrolled reactivity accidents 

2. Severe accident conditions for which technical solutions for maintaining containment 
integrity cannot be ensured. 

a. Core meltdown in high pressure 
b. Steam explosion 
c. Hydrogen explosion 
d. Containment failure due to overpressure 
e. Containment boundary melt-through 

3. Non confined severe fuel damage  
a. Severe accident with containment by pass.  
b. Significant fuel failure in a storage pool outside the containment 
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5.1.6 Operational Limits and Conditions 

The Operational Limits and Conditions (OLCs) are most important part of the basis on which the 
operating organization is authorized to operate the plant. The purpose of the OLCs is:  

¶ The prevention of situations which could lead to accidents;  

¶ The mitigation of the consequences of any such accidents, if they do occur. 

The OLCs shall include requirements for different operational states, including shutdown, according 
to [6]. They shall also cover actions to be taken and limitations to be observed by the operating 
personnel. The operational limits and conditions based on an analysis of the individual plant and its 
environment and include: 

¶ Safety limits;  

¶ Limits on safety system settings;  

¶ Limits and conditions for normal operation and for safe transient operational states;  

¶ Surveillance requirements.  

They shall reflect the provisions made in the final design and shall be submitted to the regulatory 
body for assessment and approval before the commencement of operation. The OLCs should be 
determined with due account taken of the uncertainties in the process of safety analysis. The safety 
analysis report and OLCs should be reviewed and amended where necessary on the basis of the 
results of commissioning testing.  

OLCs shall be reviewed over the operating life of the plant in the light of experience, developments 
in technology and safety, and changes in the plant, and shall be modified if this is required by the 
regulatory body or if it is considered appropriate by the operating organization and approved by the 
regulatory body.  

5.2. Validation of accident management procedures and guides 

Best estimate deterministic safety analyses should be performed to confirm the strategies that have 
been developed to restore normal operational conditions at the plant following transients due to 
anticipated operational occurrences and design basis accidents [6]. These strategies are reflected in 
the emergency operating procedures that define the actions that should be taken during such 
events. Deterministic safety analyses are required to provide the input that is necessary to specify 
the operator actions to be taken in response to some accidents, and the analyses should be an 
important element of the review of accident management strategies. In the development of the 
recovery strategies, to establish the available time period for the operator to take effective action, 
sensitivity calculations should be carried out on the timing of the necessary operator actions, and 
these calculations may be used to optimize the procedures. 

After the emergency operating procedures have been developed, a validation analysis should be 
performed. This analysis is usually performed by using a qualified simulator or safety system 
analysis codes that have been validated also against plant transients. The validation should confirm 
that a trained operator can perform the specified actions within the time period allowed and that 
the reactor will reach a safe end state. Possible failures of plant systems and possible errors by the 
operator should be considered in the sensitivity analyses.  

When the predictions of a computer code that has been used to support or to verify an emergency 
operating procedure do not agree with observed plant behaviour during an event, the code and the 
procedure should be reviewed. Any changes that are made to the emergency operating procedure 
should be consistent with the observed plant behaviour. 

Deterministic safety analyses should also be performed to assist the development of the strategy 
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that an operator should follow if the emergency operating procedures fail to prevent a severe 
accident from occurring. The analyses should be carried out by using one or more of the specialized 
computer codes that are available to model relevant physical phenomena. For light water reactors, 
these phenomena include thermohydraulic effects, heating and melting of the reactor core, 
retention of the molten core in the lower plenum, interactions between molten core and concrete, 
steam explosions, hydrogen generation and combustion, and fission product behaviour.  

The analyses should be used to identify what challenges can be expected during the progression of 
accidents and which phenomena will occur. They should be used to provide the basis for developing 
a set of guidelines for managing accidents and mitigating their consequences.  

The analysis should start with the selection of the accident sequences that, without intervention by 
the operator, would lead to core damage. A grouping of accident sequences with similar 
characteristics should be used to limit the number of sequences that need to be analyzed. Such a 
categorization may be based on several indicators of the state of the plant: the postulated initiating 
event, the shutdown status, the status of the emergency core cooling systems, the coolant pressure 
boundary, the secondary heat sink, the system for the removal of containment heat and the 
containment boundary.  

Preventive measures are recovery strategies to prevent core damage. They should be analysed to 
investigate what actions are possible to inhibit or delay the onset of core damage. Examples of such 
actions are: various manual restorations of systems; primary and secondary feed and bleed; 
depressurization of the primary or secondary system; and restarting of the reactor coolant pumps. 
Conditions for the initiation of the actions should be specified, as should criteria for when to stop 
the actions or to change to another action.  

Mitigatory measures are strategies for managing severe accidents to mitigate the consequences of 
core melt. Such strategies include: coolant injection into the degraded core; depressurization of the 
primary circuit; operation of containment sprays; and use of the fan coolers, hydrogen recombiners 
and filtered venting that are available in the reactors of different types that are in operation or being 
constructed. Possible adverse effects that may occur as a consequence of taking mitigatory 
measures should be taken into account, such as pressure spikes, hydrogen generation, return to 
criticality, steam explosions, thermal shock or hydrogen deflagration or detonation.  

The best estimate approach should be used to analyse the overall response of a plant to confirm the 
strategies, although conservative models might still be needed to overcome the lack of information 
concerning molten core behaviour. It is essential to evaluate the capabilities and limitations of the 
systems, structures and components under severe accident conditions for proper modelling of 
facility response. 

In case of management guidelines preventive measures and mitigatory actions are defined. 
Recovery strategies with aim to prevent core damage should specify what actions are possible to 
inhibit or delay the onset of core damage. Conditions for the initiation of the actions should be 
specified, as well as the criteria for when to stop the actions or to change to another action. 
Mitigatory measures should postulate the strategies to mitigate the consequences of core melt. Any 
possible adverse effects that may occur as a consequence of taking mitigatory measures should be 
taken into account. 

5.3 Analysis related to Probabilistic Safety Assessments  

Deterministic Safety Analyses have an important part to play in the performance of a Probabilistic 
Safety Assessment because they provide information on whether the accident scenario will result in 
the failure of a fission product barrier [6, 12, 13]. Deterministic Safety Analysis should be used to 
identify challenges to the integrity of the physical barriers, to determine the failure mode of a 
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barrier when challenged and to determine whether an accident scenario may challenge several 
barriers. Best estimate codes and data, as for Option 3 in Table 3, should be used to be consistent 
with the objectives of probabilistic safety analysis, which include providing realistic results. It should 
be recognized that the results of the supporting analyses are usually bounded by the results of 
conservative deterministic analyses.  

Deterministic analyses are used for evaluation of success criteria in the Level 1 PSA, according to 
[12]. By means of the analysis it should be determined whether an event sequence, for various 
combinations of equipment failures and human errors, is successful or not in preventing severe 
nuclear fuel damage or preventing large or early releases of radioactive substances to the 
environment. 

More specifically the deterministic analysis should specify order of actions of both automatic 
systems as well as operators, to determine available time for operator’s actions in specific 
scenarios and eventually to specify the required systems success criteria for successful paths. Best 
estimate approach should be used for this kind of deterministic safety analysis. 

For Level 2 PSA the deterministic analyses are used to evaluate core damage progression, 
containment performance and fission product transport including determination of the source term, 
according to [13]. The analyses supporting Level 2 PSA are performed in a best estimate mode and 
discussion of analyses of design extension condition in Section 5.1.4 is applicable. 

5.4  Analysis of operational events  

Accident analyses may be used as a tool for obtaining a full understanding of events that occur 
during the operation of nuclear power plants and should form an integral part of the feedback from 
operating experience [6]. Operational events may be analyzed with the following objectives:  

¶ To check the adequacy of the selection of postulated initiating events; 

¶ To determine whether the transients that have been analyzed in the safety analysis report 
bound the event; 

¶ To provide additional information on the time dependence of the values of parameters that 
are not directly observable using the plant instrumentation; 

¶ To check whether the plant operators and plant systems performed as intended; 

¶ To check and review emergency operating procedures; 

¶ To identify any new safety issues and questions arising from the analyses; 

¶ To support the resolution of potential safety issues that are identified in the analysis of an 
event; 

¶ To analyze the severity of possible consequences in the event of additional failures (such as 
severe accident precursors); 

¶ To validate and adjust the models in the computer codes that are used for analyses and in 
training simulators.  

The analysis of operational events requires the use of a best estimate approach. Actual plant data 
should be used. If there is a lack of detailed information on the plant state, sensitivity studies, with 
the variation of certain parameters, should be performed. The evaluation of safety significant events 
is a very important aspect of the feedback from operating experience. Modern best estimate 
computer codes should be used to investigate and to gain a detailed understanding of plant 
behaviour. Conclusions from such analyses should be incorporated into the plant procedures that 
address the use of feedback from operating experience.  
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5.5 Regulatory audit analysis 

The regulatory body may decide to perform a limited number of audit calculations, according to 
[6,15,17], to check that the operator has justified a particular aspect of safety correctly, for specific 
purposes such as:  

¶ Identifying weaknesses, if any, in the operator’s safety case; 

¶ Verifying safety margins or the degree of conservatism in the operator’s safety case; 

¶ Performing sensitivity analyses and uncertainty analyses in order to verify the operator’s 
designation of the risk significance of various structures, systems and components (SSCs); 

¶ Understanding complex process couplings between engineered and natural systems;  

¶ Verifying that the safety assessment has been maintained consistent with current data 
obtained from research and monitoring; 

¶ Gaining further confidence in its own decision making process; 

¶ Developing its in-house capacity for the resolution or further clarification of safety issues; 
and 

¶ Extending, on a quantitative basis, the task of reviewing and assessing the design and 
operation of facilities.  

However, it is neither cost effective nor appropriate for the regulatory body to conduct a complete 
set of calculations for every submission in the licensing process. Performing audit calculations is very 
resource intensive and, if routinely practiced, could lead to an abrogation of responsibility by the 
operator.  

 

6. MAJOR COMPUTER ANALYSIS TOOLS  
 
6.1.  Types of computer codes  

Advanced computing tools play critical role in the design, licensing and operation of nuclear power 
plants. The nuclear reactor systems and the phenomena during operation and accidents are very 
complex requiring sophisticated tools for understanding of system response to postulated initiating 
events.  The overall system behavior and key safety parameters are determined by performing 
analyses with thermal-hydraulic system codes. Detailed analysis of systems such fuel, reactor, 
containment etc. are performed using specialized codes that usually calculate some phenomena of 
interest with models based on first principles (mechanistic). Severe accidents are analyzed using 
integral codes which usually simulate the whole reactor system and containment using somewhat 
simplified models. Also mechanistic codes are used for detailed severe accident phenomena 
evaluation.  

Examples of codes used in safety analyses can be found in Annex IV of the IAEA Safety Reports 
Series No. 23 on Accident Analysis for Nuclear Power Plants, [14]. 

6.2. Code verification and validation 

Codes used in analysis shall have features necessary to model the phenomena expected in all plant 
states subject of safety analysis for considered types of nuclear power plant. The methods used in 
the computer code for the calculation should be adequate for the purpose and the controlling 
physical and logical equations should be correctly implemented into a computer code, according to 
[6, 9, 11]. 

It should be confirmed that: 
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¶ The physical models used to describe the processes are justified together with the 
associated simplifying assumptions. 

¶ The correlations used to represent physical processes are justified and their limits of 
applicability identified. 

¶ The limits of application of the code have been identified. This is important when the 
calculational method is only designed to model physical processes over a defined range and 
should not be applied outside this range. 

¶ The numerical methods used would provide a sufficiently accurate solution. 

¶ A systematic approach has been used for the design, coding, testing and documentation of 
the computer code. 

¶ The source coding has been assessed relative to the code specification.  

The assessment of the accuracy of individual codes should include a series of steps: 

(a) Identifying the important trends in the supporting experimental data and expected plant 
behaviour, 

(b) Estimating the uncertainties in the overall code results associated with the fundamental 
numerical approaches used, 

(c) Estimating uncertainties in key models and overall code results, 

(d) Establishing sensitivities in important processes. 

Regarding the outputs of the computer codes, it should be confirmed that the predictions of the 
code have been compared with: 

(a) Experimental data for the significant phenomena modelled. This would typically include a 
comparison against ‘separate effects’ and larger ‘integral’ experiments. 

(b) Plant data, including tests carried out during commissioning or startup and operational 
occurrences or accidents. 

(c) Other codes which have been developed independently and use different methods. This 
is particularly important in modelling severe accident phenomena. 

(d) Standard problems and/or numerical benchmarks with sufficiently accurate results being 
obtained. 

The required code features have to be ensured through the process of verification and validation. 
Therefore, evidence shall be provided that the codes used in the analysis were verified to 
demonstrate that the code design conforms to the design requirements.  
In general, the verification of the code should ensure that the numerical methods, the 
transformation of the numerical equations into a numerical scheme to provide solutions, and user 
options and their restrictions are appropriately implemented in accordance with the design 
requirements. 

The verification of the code should be performed by means of review, inspection and audit. 
Checklists should be provided for review and inspection. Audits should be performed on selected 
items to ensure quality.  

The verification of the code should include a review of the concept, basic logic, flow diagrams, 
numerical methods, algorithms and computational environment. If the code is run on a hardware or 
software platform other than that on which the verification process was carried out, the continued 
validity of the code verification should be assessed. 
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The code may contain the integration or coupling of codes. In such cases, verification of the code 
should ensure that the links and/or interfaces between the codes are correctly designed and 
implemented to meet the design requirements. 

Verification of the source code should be performed to demonstrate that it conforms to 
programming standards and language standards, and that its logic is consistent with the design 
specification. 

An error is a non-compliance of the code or its documentation with the design requirements. All 
errors should be reported to and should be corrected by the code developer. 

For the code verification is responsible the code developer. The verification must be properly 
documented and the reports provided to the user at request. 

Code validation should provide confidence in the ability of a code to predict, realistically or 
conservatively, the values of the safety parameter or parameters of interest. It should also quantify 
the accuracy with which the values of parameters can be calculated. 

The major sources of information that should be used to assess the quality of computer code 
predictions are analytical solutions, experimental data, nuclear power plant transients and 
benchmark calculations (code to code comparisons). 

For complex analysis, the validation should be performed in two phases: the development phase, in 
which the assessment is done by the code developer, and the independent assessment phase, in 
which the assessment is performed by the code user. Both phases are necessary for validation.  

The validation should ideally include four different types of test calculations: 

1. Basic tests. Basic tests are simple test cases that may not be directly related to a nuclear 
power plant. These tests may have analytical solutions or may use correlations or data derived 
from experiments. 

2. Separate effect tests. Separate effect tests address specific phenomena that may occur at a 
nuclear power plant but do not address other phenomena that may occur at the same time. 
Separate effect tests should ideally be performed at full scale. In the absence of experimental 
data, analytical solutions or other codes that are known to model accurately the limited 
physics represented in the separate effects test case may be used to determine the accurate 
solution. 

3. Integral tests. Integral tests are tests and experiments that are directly related to a nuclear 
power plant. All or most of the relevant systems, components and physical processes are 
represented. However, these tests may be carried out at a reduced scale, may use substitute 
materials or may be performed at low pressure. 

4. Nuclear power plant level tests and operational transients. Nuclear power plant level tests are 
performed on an actual nuclear power plant. Validation through operational transients 
together with nuclear power plant tests are important means of quantifying the plant model. 

The validation should ideally cover the entire range of values of parameters, conditions and physical 
processes that the code is intended to cover. 

The scope of the independent validation performed by the code user should be consistent with the 
intended purpose of the code. The scope of validation should also be in accordance with the 
complexity of the code and the complexity of the physical processes that it represents. The code 
user should also evaluate the accuracy of the results of the calculations. 

For complex applications, a validation matrix should be developed for code validation, because a 
code may predict one set of test data with a high degree of accuracy but may be inaccurate for other 
data sets. 
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The validation matrix should include test data from different experimental facilities and different 
sets of conditions in the same facility, and it should ideally include basic tests, separate effect tests, 
integral tests and nuclear power plant level tests. If sufficient data from full scale experiments are 
not available, data from reduced scale experiments should be used, with appropriate consideration 
of scaling. The number and the selection of tests in the test matrix should be justified as being 
sufficient for the intended application of the code. 

Although validation tests may be used to compare the code results with analytical solutions, or 
occasionally with results obtained by other codes, most validation tests should be based on 
experimental data. It therefore follows that the uncertainty in the code is directly related to the 
uncertainty in the experimental data. Care should therefore be exercised when planning an 
experiment to ensure that the measured data are as suitable as possible for the purposes of code 
validation. 

To ensure that the code is validated for conditions that are as close as possible to those in a nuclear 
power plant, it should be ensured that the boundary conditions and initial conditions of the test are 
appropriate. Consideration should be given to scaling laws. A scaled experimental facility cannot be 
used to represent all the phenomena that are relevant for a full size facility. Thus, for each scaled 
facility that is used in the assessment process, the phenomena that are correctly represented and 
those that are not correctly represented should be identified. The effects of phenomena that are not 
correctly represented should be addressed in other ways. 

The uncertainty in the experimental data should be reported in the documentation of the 
experiment. When performing a validation against experimental data, allowance for errors in the 
measurements should be included in the determination of the uncertainty of the computer code. 

The range of validity and the limitations of a computer code, which are established as a result of 
validation, should be documented in a validation report which should be referenced in licensing 
documentation.  

The results of a validation should be used to determine the uncertainty of the results obtained by a 
code calculation. Different methods are available for assessing the uncertainty of the results from 
the methods used for validation test calculations. 

For point data, the difference between values calculated using the code and experimental results 
may be determined directly or, in the case of a set of experimental results, by using the concept of 
mean and variance. For time dependent data, as a minimum a qualitative evaluation of the 
uncertainty should be performed. 

As a result of the validation process, the uncertainty of the code and the range of validation should 
be known and should be considered in any results of safety analysis calculations. 

It should be demonstrated that the conservative code bounds the experimental data and the 
uncertainties associated with the computer code models. The result of a conservative code should 
always be closer to the acceptance criterion than is the realistic value. This realistic value may come 
either from experimental results with the uncertainties taken into account or from a best estimate 
plus uncertainty calculation. 

6.3  Documentation 

To assure the correct application of the computer codes used to perform the safety analyses 
availability of comprehensive code documentation is essential, according to [6, 14]. Adequate code 
documentation is also needed to facilitate review of the code application (namely for licensing 
calculations) by the regulator. For appropriate use, information about computer code should at least 
include: 
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¶ Scope of applicability and code limitations, 

¶ Description of models and correlations employed, 

¶ Range of validity of simulating phenomena, 

¶ Quantification of the uncertainties of important models and the overall code uncertainty for 
typical applications, 

¶ User guidelines and input descriptions to ensure that the user can use the software 
properly, 

¶ Description of the quality assurance program including the verification and validation 
activities. 

Although the guidance may vary depending on the complexity of the codes and the modelling 
parameters available to the user, the user guidelines or validation documentation need to give the 
user some guidance on the influence of important modelling parameters, recommendations for 
typical applications of the code, the type of nodalization to be used and the important trends to be 
expected. 

Typically, a complete set of documentation would include: 

¶ Abstract of the programme, 

¶ Theory manual, 

¶ User’s manual and description of the inputs, 

¶ Programmer’s manual, 

¶ Quality assurance program and/or validation report. 

The scope of documentation may vary depending on the complexity of the code and on the 
applications to which it is applied. In the most comprehensive examples, multiple volumes may be 
necessary to describe all code details including the design and implementation of code models and 
correlations. In some cases, separate manuals may be provided in which the models and correlations 
used in individual codes are discussed. 

For example, the models and correlations document for each code: 

¶ May provide information on its original source and its database; 

¶ May describe how it is implemented in the code; 

¶ May describe the expected accuracy of the models, including an assessment of any effects 
where the code is used outside its basis of data, the effects of the specific manner in which 
the model is implemented in the code and the effects of any unique numerical features 
necessary to overcome computational difficulties; 

¶ May provide information on the applicability of the model to the analysis of reactor systems. 

Additionally to standard set of code manuals prepared by the code developer, reports summarizing 
good user practice with examples of some typical applications can increase the users confidence in 
proper code application. For internationally recognized codes these reports can be available from 
contributors of different nationalities who have provided independent reports on the results of the 
code assessment and validation and proper code application for various nuclear facilities and various 
types of accidents. 

For simplification of the code documentation application and/or review electronic form is highly 
recommended allowing for benefiting from all available features such as hyperlinks. 

 

7. MANAGEMENT SYSTEM AND QUALITY ASSURANCE FOR DSA 

Management system needs to be created in support of safety analysis, according to [3, 6]. The 
management system shall primarily assure confidence in the quality of the analyses and their results 
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therefore a comprehensive quality assurance programme must be applied to all activities affecting 
the quality of the final results.  Also the management system shall deal with collection, storage, and 
retrieval of measured plant data as well physical plant data. 

The quality assurance programme needs to define the quality assurance standards to be applied in 
accordance with national requirements and internationally recognized good practices.  

Formalized quality assurance procedures and/or instructions need to be developed and reviewed for 
the whole accident analysis process. The quality assurance activities shall address at minimum: 

¶ Potential code user effects, 

¶ Qualification of analysts, 

¶ Collection and verification of plant data, 

¶ Verification of the computer input models developed and documentation of detected errors, 

¶ Validation of plant models, 

¶ Review and presentation of analysis results. 

The following sections address these issues. Additional guidance can be found in references [14, 15, 
16, 17]. 

7.1.  User effects 

Safety analyses are conducted by analysts performing calculations using tools such as computer 
codes.  Code user can have a significant influence on the quality of the calculations and analysis. 
Computer codes used in the safety analysis are being improved to help eliminate code input errors 
through more extensive checking and diagnosis for input errors, by providing user friendly graphics–
user interfaces for input building and editing input files, and support interpretation of results with 
displays of system calculations in animated and other more intuitive ways, and provide direct 
comparisons with reference calculations or data. Nevertheless, the complexity of processes and 
systems to be analyzed as well as the complexity and sophistication of the codes still require high 
level of skills and experience from the analysts to conduct independently reliable analyses.   

Organization responsible for safety analysis must be established a management system to assure 
that the user effects are reduced, according to [14]. 

It should be ensured that: 

(a) The users have received adequate training and that they understand the code, 

(b) The users are sufficiently experienced in the use of the code and fully understand its uses 
and limitations, 

(c) The users have adequate guidance in the use of the code, 

(d) The users (whenever possible) have used the code on standard problems before starting 
the safety analysis work. 

7.2 Qualification and training of users 

User effects on the quality of the results of analysis can be reduced by systematic training and 
qualification of the users to perform safety related analyses. Although the training necessarily 
depends to some extent on the type and end use of the results of the analysis, certain minimum 
conditions need to be satisfied to ensure that users can be effective analysts.  

Analysts performing safety related analyses need to have at least a basic understanding of the 
important phenomena and of methods of analysis, in particular reactor physics, thermal-hydraulics 
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and fuel behaviour, and they need to have a basic understanding of the plant and its performance 
[14].  

The depth of understanding necessary on the part of the analyst in both cases depends strongly on 
the type of analysis being performed. The management needs to perform task analysis in the 
context of the function of the organization, identify required knowledge and skills, review the 
existing knowledge and skills, and identify the gaps. Only based on such analysis necessary training 
programmes have to be established. The competency review and evaluation of gaps need to be 
performed periodically.  

The standard training shall be supplemented with supervision by more experienced staff and the 
overall knowledge of staff members available to support analytical activities. In general terms, 
strong supervision, teamwork, careful review and a good overall quality assurance programme (with 
associated standard practices and guidelines) can partially compensate for the limitations of 
individual analysts.  

Reference [14] gives some additional suggestions for qualification and training of code users. 

7.3  Analysis process and quality assurance  

Accident analysis is performed in several steps. These steps need not always be sequential; some 
can be carried out in parallel. Different kinds of activities are performed within each step. Reference 
[14] provides an overview of typical steps of the safety analysis process.  A general flow chart 
illustrating such analysis process is shown in Fig. 1 (according to [14]). 

The sections below address some key elements of the safety analysis process, which are most 
important for quality assurance of the analysis. Special role in the quality assurance process plays 
the qualification of the input deck. The plant model can be considered as qualified when: 

¶ It has geometrical and material fidelity with the reference system (e.g. all-important flow 
paths are simulated);  

¶ It reproduces properly all the important parameters measured in the reference NPP in 
steady state conditions; 

¶ Sufficient agreement is reached in the transient conditions available. 

The process of input model verification and validation is discussed more in Sections 7.3.3 and 7.3.4. 
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Figure 1: Safety analysis process 

 

7.3.1. Collection of plant data  

First step toward the preparation of the plant input model is a collection of all relevant plant data.  
Data collection process needs to be systematic and traceable. Independent verification is 
inseparable part of this process. Appropriate quality assurance procedures need to be applied to 
assure the quality of the data and configuration control of the data base. Any mistake during this 
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process would propagate through all stages of the input model preparation. Main outcome of this 
process is a database containing all relevant plant data. 
 
Sources of plant data can be found in the following types of documentation: 

¶ Documentation on plant design including plant drawings, 

¶ Vendor documentation such as technical specifications of equipment, 

¶ Measurements of the actual plant components, 

¶ Documentation gathered during the startup and commissioning of the installation, 

¶ Operational documentation for the plant (limits and conditions, operating instructions, and 
records of operational regimes), 

¶ “As built” plant documentation. 
 
All documents and other data sources used for the preparation of the input data need to be clearly 
identified and referenced for traceability and independent verification.  
 
If there is found to be a contradiction between the sources of information, this contradiction needs 
to be checked against a different independent source. An effective way to resolve a contradiction is 
to hold direct discussions with the operating organization. If documentation and/or data are missing 
or questionable, it is suggested that a walkdown of the plant be performed. 
 
For the clarification of contradictory information, a comparison of data from plant to plant could 
also be carried out if the plants are similar (of the same type or of the same series) and if they were 
developed by the same general designer and equipment manufacturer. Such a comparison would 
need to be performed carefully owing to the fact that ‘sister plants’ cannot be guaranteed to be 
identical. In certain cases, if the missing data were replaced by truly plant specific data, the results of 
a comparison could be misleading. Again, final decision on the value(s) of the contradictory 
parameter(s) needs to be clearly explained for future references and/or corrections. 
 
All data necessary for the preparation of a particular computer code input deck could be compiled 
and formalized into a single specific document, called a “database for safety analysis”. This database 
needs to contain all the information necessary to analyze the NPP, such as information on geometry, 
thermal and hydraulic parameters, material properties, characteristics of the control system and set 
points, and the range of uncertainties in plant instrumentation devices, including drawings and other 
graphical documents. Good practice is to develop the database independent of the type of analysis 
and the computer code used.  
 
Information stored in the database needs to be verified on a regular basis to take into account any 
plant changes and assure the database is up-to-date. The verification needs to address any changes 
in the plant that may be caused by aging of components and have impact on safety analysis. Any 
changes in the database need to follow the rigorous process and can be made only be authorized 
personnel. 

7.3.2 Engineering handbook and input deck  

An engineering handbook represents an intermediate step between the database and the input data 
deck. A full description of how the plant data have been converted into an input data deck for a 
given computer code needs to be presented in this document. The database and the code user’s 
manual are used for development. The engineering handbook should allow a unique interpretation 
and reproducibility of the code input data deck. Independent review of the engineering handbook 
shall be performed. Examples of an engineering handbook are shown in ANNEX II. 
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On the basis of the engineering handbook, an input data deck representing the reference plant 
needs to be developed. The final product is the file in the format required by the computer code. 
This file can be split into a general part describing the plant (‘plant model’) and a specific part 
describing the scenario of an accident. The plant model includes data describing the geometry, 
material properties, flow regimes, core kinetics, plant controllers and safety systems. Sufficiently 
versatile, verified and optimized engineering handbook and the plant model are powerful tools, 
which may reduce the effect of the user significantly. The basic recommendations from code 
manuals should be followed during the development of the plant input model.  

A system needs to be established for configuration control of the input deck. After the first version 
of the input model is verified and validated all following changes must be recorded including reasons 
for the changes and new versions of the model created, with clear numeric or alphanumeric 
identifiers.  

7.3.3 Verification of input model 

Early detection and correction of potential errors in code input models are important.  Therefore, a 
verification of the input model is needed to check its formal correctness; i.e. that no erroneous data 
have been introduced into it and that all formal and functional requirements are fulfilled accurately 
and therefore will permit its successful use. The verification process gives the confidence required 
that the modelling needs have been met.  

Verification of the input data involves reviewing and cross-checking the input deck and confirming 
that no mistakes have been made so that the input deck is ready for application. An effective way to 
avoid possible subjective errors in the development of the code input deck is to apply any available 
code specific preprocessing software.  

The verification of the input deck needs to be performed and documented by qualified individuals or 
groups who have not been involved in the development of the input data. The reviewers can be 
from either the same organization or a different organization. They need to have access to all 
relevant documentation. All errors that were detected and corrections that were made in the 
verification process need to be properly documented.  

7.3.4 Validation of input model 

Validation is performed after the verified input model is completed and before the accident analysis 
is started. The purpose of validating input model is to demonstrate that the model adequately 
represents the functions of the modelled systems.  

Validation of input model is an iterative process by means of which the correctness and adequacy of 
the plant models are confirmed so as to provide a good representation of the behaviour of the plant 
systems. The validation needs to assess whether the code plant simulation corresponds with reality. 
The validation would include, but not be limited to, the following: 

¶ Checking the spatial and time convergence of the nodalization, for example, by performing a 
sensitivity analysis in relation to changes in nodalization for a typical case of the analysis under 
consideration.  

¶ Checking the energy and mass balances in the systems modelled, including long term system 
energy and mass balances. This can be done by: comparing the power generation in the 
heated structures with the surface heat flux; comparing the power generation in individual 
components with the corresponding enthalpy rise; comparing the evaporation rate with the 
surface heat flux; comparing changes in mass inventories with the difference between the 
injection and leakage rates; checking the consistency of the flows in adjacent junctions.  
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¶ Checking the behaviour and response of individual components of the equipment or of the 
separate systems through determination of the respective boundary conditions.  

¶ Checking the steady state conditions for different operational states, preferably by 
comparison with real plant data.  

¶ Comparing the fluid volume and pressure distributions of the model with the height and 
pressure drops of the real installation.  

¶ Performing a comparison between the NPP behaviour predicted by calculations with relevant 
data from measurements in integral test facilities.  

¶ Checking the computational results against real plant data from operational events.  

In relation to each of the aforementioned items, quantitative acceptance criteria for the code input 
deck could already be available or they could be established.  

The plant data collected during commissioning and startup tests, conducted under well controlled 
conditions and with additional instrumentation, are very useful and need to be applied for validation 
of the input data. However, in some cases, such data may differ from the data obtained during plant 
operation. Consideration needs to be given to such differences where applicable.  

For the validation process it is advisable to use tools for graphical display of the nodalization and 
simulation of the plant states.  

7.4  Review of accident analysis results  

As shown in Figure 1 the step before presentation of the results is a review of the calculation results. 
The objective of the review is to check the correctness of the results and to evaluate the results 
against applicable criteria [14].  

The results can be checked using one or more of the following techniques, depending on the 
importance of the analysis:  

¶ Supervisory review, 

¶ Peer review, 

¶ Independent review by a competent individual, 

¶  Independent calculation of the same case (including sensitivities) under analysis by a 
competent Οindividual obtained by alternative methods and/or codes  

The checking of correctness shall include engineering judgment, comparison with similar 
calculations, sensitivity analysis and consistency with general findings or with those obtained using 
the same methods and/or codes for a similar plant.  

Special attention needs to be given to physical inconsistencies, numerical oscillations and 
discontinuities. When such found, investigations may include review and modification of the 
scenario and of the input model. Also, sensitivity calculations might be conducted to identify cause 
of problems. The calculations need to be repeated until satisfactory results are achieved. 

The results need to be reviewed and evaluated in relation to the initial goal and purpose of the 
analysis, such as licensing, improvement of operational documentation or plant upgrading.  The 
prime objective of reviewing the results is to check by comparison of calculated values with criteria 
whether the acceptance criteria have or have not been satisfied. The review of the results should 
also lead to a specification of the additional analysis needed to achieve a complete understanding of 
the accident under consideration and the resolution of the relevant safety issue.  

7.5  Presentation of accident analysis results  

The results of the accident analysis need to be structured and presented in an appropriate way to 
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provide a good understanding and interpretation of the course of the accident, according to [14].  

The presentation of the analysis needs to include description of the methodology used (including 
identification of code versions applied and input model version), assumptions for the analyses such 
as the availability of systems, initial and boundary conditions, trip setpoints (used in the analyses) 
and credited operator actions. Each case analyzed needs to be clearly characterized by a description 
of the conditions and representative parameters of the process. Sensitivity cases that were 
performed need to be clearly identified and described. 

An appropriate structure and format of the presentation should be chosen to permit easy checking 
of each individual acceptance criterion. In addition to other data, the results should include 
sequence of events, set of key parameters as a function of the time needed to evaluate the status of 
the safety functions and the physical protective barriers.  

If the analysis is used for the evaluation of the system safety performance, the review and discussion 
of the results needs to be focused on maintaining the safety functions and the status of the physical 
barriers.  

A certain amount of attention needs to be devoted in the discussion of the results to their sensitivity 
to the key input parameters as well as to the expected uncertainties and the tolerance band of the 
parameters.  

Finally, the presentation of the results needs to include conclusions concerning the achievement of 
the primary goals of the analysis.  

7.5.1 Format and structure of accident analysis results 

A standardized format is suggested for similar analyses to facilitate interpretation and 
intercomparison of results.  

Each case analyzed needs to be clearly characterized, from the beginning, by a description of its 
conditions, including:  

¶ Definition of initiating events, 

¶ Initial conditions of the system, 

¶ Control system conditions and logic, 

¶ Availability of systems and components, 

¶ Method of analysis, 

¶ Acceptance criteria. 

Relevant references also need to be consulted. 

The summary report of the accident analysis results needs to contain the following information: 

(a)  A chronology (timing) of the main events as calculated, 
(b)  A description and evaluation of the accident on the basis of the parameters selected, 
(c)  Figures showing plots of the main parameters calculated, 
(d)  A statement in relation to the fulfilment of the acceptance criteria, 
(e)  An evaluation of alternative scenarios (alternative conditions and sensitivity studies), 
(f)  References. 

The structure and format need to be chosen in particular to permit easy checking of each individual 
acceptance criterion. The results of the analysis need to be presented and described in detail. They 
would consist of key parameters defining the status of the safety functions during the development 
of the process.  

The presentation of the results needs to include a set of the important parameters in the course of a 



 

 52 / 90 

transient or accident as a function of time. This set needs to include all the parameters necessary to 
evaluate the status of the safety functions and the fulfilment of the acceptance criteria. It also needs 
to give information concerning the overall plant behaviour. Some of the parameters to be included 
in the lists are:  

(1)  Neutron power, decay heat and reactivity; 
(2)  Thermal power and heat fluxes in the active core; 
(3)  Minimal departure from nucleate boiling ratio or minimal critical power ratio (if relevant); 
(4)  Primary coolant conditions — temperatures, void fractions, flow and pressure; 
(5)  Maximal fuel temperatures; 
(6)  Maximal cladding temperatures; 
(7)  Reactor coolant inventory — total inventory and levels at key locations; 
(8)  Secondary system parameters showing heat flows; 
(9)  Containment pressure, temperature and the mass flow rate to the containment, if 
applicable; 
(10)  Activity of the release to containment and to the environment, if applicable; 
(11)  Hydrogen generation and distribution within containment; 
(12)  Level of core degradation, if applicable; 
(13)  Long term pressure buildup in the containment, if applicable; 
(14)  Parameters defining the performance of safety systems. 

The presentation of the results needs to be sufficiently complete to allow the entire process to be 
displayed, starting from the initial steady state up to the long term safe stable condition. The 
presentation of accident analysis results needs to contain those parameters reflecting the key 
phenomena expected to occur in the course of the transient or accident.  

The format and structure of the results needs to be chosen in such a manner as to show:  

(i)   The sequence of events and system operation in the course of the accident (from initial state 
to the final safe stable state); 

(ii)  Core and system performance; 
(iii)  Physical barrier performance; 
(iv)  Radiological consequences, if appropriate. 

The format of the results needs to be such as to allow an inter-comparison with the results obtained 
from the same or different codes. It is suggested that the presentation of the results be user friendly 
for purposes of easy understanding and interpretation. This needs to include development of 
graphically oriented displays.  

7.6  Subcontracting safety analyses 

The deterministic safety analyses can be outsourced (procured). However the responsible 
organization (licensee) shall have, at a minimum, adequate core competence in safety assessment 
and analysis, in order to retain the ability both to identify issues to be addressed in the analyses and 
to formulate and to manage its requests for analyses and to comprehend and act on the analyses 
when received.  

The licensee’s personnel should have sufficient technical knowledge to enable them to identify 
problems, to determine whether it would be appropriate to seek assistance from an external 
analysis provider, to manage the external support and, at the end of the process, to understand, 
evaluate and use the delivered analyses.  

It is the responsibility of the licensee to provide to the analysis provider all necessary information 
and data regarding the plant design and operation needed for performance of the requested 
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analyses as well as all applicable legal and regulatory requirements. 

The provider of the services shall demonstrate (for example, an accreditation, certification, list of 
references) its competence in safety analyses. Technical competence is the profound knowledge of 
the state of science and, and the ability of the provider of the analytical services to apply this 
knowledge and techniques for a comprehensive and accurate assessment of safety. The technical 
qualifications and experience of external experts should normally be at the same level as or exceed 
those of the staff of the licensee who are performing similar tasks. The provider of the analytical 
services (directly or through subcontractors), shall have access to the necessary tools (e.g. computer 
codes, reference data), standards and expertise to accomplish the task. For example: 

¶ Capability and experience in using the tools; 

¶ Adequate knowledge of national or international standards and regulations; 

¶ The most up to date versions of verified and validated computer codes, as well as 
permission from the proprietors of the codes for their use.  

¶ Knowledge of plant design and associated analytical issues. 

The providers (subcontractors) have to demonstrate that the tools and methods used by them for 
the analyses are applicable for the task and adequately verified and validated, according to [6]. All 
quality assurance and documentation requirements that are identified in this guide are also 
applicable to the services performed by subcontractors.  

Any potential provider of external expert support should adhere to basic management requirements 
and fulfill the applicable regulatory requirements related to services of safety analyses performing 
and use of software for nuclear installations (as NMC-12, [9]). References [3] and [6] establish the 
general requirements for the management of safety analyses. The independent verification of the 
analysis shall not be performed by the same subcontractor who provides the analyses. 

The licensee should verify whether the proposed subcontractors for safety analyses are acceptable 
to the regulatory authority. 
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LIST OF ABBREVIATIONS and SELECTED DEFINITIONS 
 

ABBREVIATIONS 

AOO Anticipated Operational Occurrence  

BDBA Beyond Design Basis Accident 

BE Best Estimate 

CANDU Canadian Deuterium Uranium 

CNSC Canadian Nuclear Safety Commission 

DBA Design Basis Accident 

DEC Design Extension Conditions 

DiD Defence in depth 

DSA Deterministic Safety Analysis 

ECCS Emergency Core Cooling System 

EOP Emergency Operating Procedure 

IAEA International Atomic Energy Agency 

LCDA Limited Core Damage Accident 

LOCA Loss of Coolant Accident 

NPP Nuclear Power Plant 

OLC  Operational Limits and Conditions 

PIE Postulated Initiating Event 

PHTS Primary Heat Transport System 

PHWR Pressurized Heavy Water Reactor 

PSA Probabilistic Safety Assessment 

PWR Pressurized Water Reactor  

RPV Reactor Pressure Vessel 

SAMG Severe Accident Management Guide 

SBO Station Black-Out 

 
DEFINITIONS  
 
The following definitions used in this report were introduced in SSR2/1 [4] differ from those in the 
IAEA Safety Glossary (2007 Edition, [2]).  
 
Controlled state  

Plant state, following an anticipated operational occurrence or accident conditions, in which the 
fundamental safety functions can be ensured and which can be maintained for a time sufficient to 
implement provisions to reach a safe state.  
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Plant states (considered in design)  

 
 

 
 
Accident conditions 
Deviations from normal operation that are less frequent and more severe than anticipated operational 
occurrences, and which include design basis accidents and design extension conditions. 
 
Design Basis Accident (DBA) 
An accident causing accident conditions for which a facility is designed in accordance with established 
design criteria and conservative methodology, and for which releases of radioactive material are kept 
within acceptable limits. 
 
[Beyond Design Basis Accident](BDBA) 
This term is superseded by design extension conditions. 
 
Design Extension Conditions (DEC) 
Accident conditions that are not considered for design basis accidents, but that are considered in the 
design process of the facility in accordance with best estimate methodology, and for which releases of 
radioactive material are kept within acceptable limits. Design extension conditions could include severe 
accident conditions. 
 
Safe state 
Plant state, following an anticipated operational occurrence or accident conditions, in which the reactor 
is subcritical and the fundamental safety functions can be ensured and maintained stable for a long time.  
 
Safety feature for Design Extension Conditions 
Item designed to perform a safety function or which has a safety function in design extension conditions. 
 
Safety system settings 
The levels at which safety systems are automatically actuated in the event of anticipated operational 
occurrences or design basis accidents, to prevent safety limits from being exceeded. 
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DEFINITIONS

The following definitions differ from those in the IAEA Safety Glossary

(2007 Edition).

controlled state

Plant state, following an anticipated operational occurrence or accident 

conditions, in which the fundamental safety functions can be ensured and which 

can be maintained for a time sufficient to implement provisions to reach a safe 

state.

plant states (considered in design) 

accident conditions 

Deviations from normal operation that are less frequent and more severe 

than anticipated operational occurrences, and which include design basis 

accidents and design extension conditions.

design basis accident

An accident causing accident conditions for which a facility is designed in 

accordance with established design criteria and conservative methodology, 

and for which releases of radioactive material are kept within acceptable 

limits.

[beyond design basis accident]

This term is superseded by design extension conditions.

Operational states Accident conditions

Normal operation

Anticipated

operational

occurrences

Design basis

accidents

Design extension

conditions
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ANNEX I 
 

EXAMPLES OF DERIVED ACCEPTANCE CRITERIA FOR NUCLEAR POWER PLANTS 

In accordance with REGDOC-2.4.1 “Deterministic Safety Analysis”, [17], section 4.3.4, the licensee is 
to establish derived acceptance criteria. The examples below are obtained from current Canadian 
and international practice.  

Anticipated operational occurrences  

The overall criteria for an anticipated operational occurrence (AOO) are as follows (according to 
REGDOC-2.5.2, Design of Reactor Facilities: Nuclear Power Plants, Ref. [20]): 

¶ the dose acceptance criterion for an AOO is met 

¶ SSCs that are not involved in initiating the event are to remain fit for continued operation  

Reference [20] states expectations that the majority of AOOs will be mitigated by the control 
systems and will not need the action of the safety systems to prevent damage.  

Additionally, all AOOs should be mitigated by the safety systems, with no assistance from the control 
systems. Only the criteria that show successful mitigation by the safety systems are shown in Table 
I.1.  

Design-basis accidents  

The overall criteria for a design-basis accident (DBA) are as follows:  

¶ the dose acceptance criterion for a DBA is met 

¶ the event does not progress to more severe conditions  

Section 4.3.4 of this document states the following general principles to be met by derived 
acceptance criteria: 

¶ avoid the potential for consequential failures resulting from an initiating event 

¶ maintain the SSCs in a configuration that permits the effective removal of residual heat 

¶ prevent development of complex configurations or physical phenomena that cannot be 

Οmodelled with high confidence 

¶ be consistent with the design requirements for the plant’s SSCs. Table I.2 provides examples 
of DBA acceptance criteria. 
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Table I-1:  Examples of acceptance criteria for Anticipated Operational Occurrences for Level 2 
defence in depth  

Barrier to fission product releases 
or fundamental safety function  

Qualitative acceptance criteria  

Fuel matrix  • Fit for service 

Fuel sheath (fuel cladding)  • No dryout / no departure of nucleate boiling (DNB) 

Fuel assembly  

Maintain fuel cooling ability 

Retain rod-bundle geometry with adequate coolant channels to 
permit removal of residual heat  

No impediment to reactor shutdown means due to geometry 
change (LWR) 

Fuel channel (CANDU)  
¶ Fit for service: 

o American Society of Mechanical Engineers (ASME) 
service level B not exceeded  

Primary coolant system (excluding 
CANDU fuel channel)  

¶ Fit for service: 
o ASME service level B not exceeded  

Secondary coolant system  
¶ Fit for service: 

o ASME service level B not exceeded  

Containment  
¶ Fit for service: 

o ASME service level B not exceeded  

¶ Leakage remains within design limit leakage 

Control of reactivity  
¶ Reactivity controlled by safety system 

¶ After shutdown, there is no inadvertent return to criticality  

Removal of residual heat  ¶ Heat removal by safety system effective  

Monitoring of conditions  
¶ Fit for service: safety system instrumentation 

environmentally and seismically qualified  

Offsite dose  

  

¶ Within the dose acceptance criteria of REGDOC-2.5.2 for an 
AOO (*)  

(*) For Canada. For Romania dose acceptance criteria for AOO are given by [8], based on frequency of 
occurrence. 
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Table I-2:  Examples of acceptance criteria for Design Basis Accidents  

Barrier to fission product releases 
or fundamental safety function  

Qualitative acceptance criteria  

Fuel matrix  

¶ No fuel centre line melting 

¶ No fuel breakup 

¶ No excessive energy deposition 

Fuel sheath (fuel cladding)  

¶ Fuel elements (fuel rods) that exceed the critical heat flux 
(CHF) or DNB criteria are assumed to rupture and contribute 
to offsite dose 

¶ No excessive strain of fuel sheath 

¶ Fuel elements are to meet applicable limits for: sheath 

temperature /  local sheath oxidationΟ/  oxygen 
embrittlement of fuel sheath 

Fuel assembly  

• Maintain fuel coolability 

• Retain rod-bundle geometry or fuel assembly with adequate 
coolant channels to permit removal of residual heat 

• No impediment to reactor shutdown means due to geometry 
change (LWR) 

¶ Fuel channel (CANDU)  

• Fuel channel remains intact 

• Local pressure tube strain below failure threshold 

• Moderator subcooling precludes failure 

• No constrained expansion 

• No fuel sheath melting 

• No fuel centreline melting 

• No fuel breakup 

• No fuel element bowing and/or sagging into pressure tube 

(PT) Οcontact 

Primary coolant system (excluding 
CANDU fuel channel)  

¶ Pressure boundary remains intact: ASME service level C not 
exceeded  

¶ no consequential boiler tube leaks  

Secondary coolant system  
•  Pressure boundary remains intact: ASME service level C not 

exceeded  

Calandria and moderator system 
(not applicable to LWR)  

•  Pressure boundary remains intact: ASME service level C not 
exceeded  
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Barrier to fission product 
releases or fundamental safety 
function  

Qualitative acceptance criteria  

Containment  

¶ Containment conditions remain within design basis: 
o pressure less than design pressure 
o containment leakage remains within design leakage 

limit 
o environmental qualification (EQ) conditions 

(temperature, humidity, radioactive doses) on 
credited SSCs are met 

o no break local effects (missiles, break jets, pipewhip, 
hydrogen standing flame) that could fail confinement 
function 

o local hydrogen concentrations below flame 
acceleration and deflagration to detonation 
transition criteria 

o combustion loads from slow deflagration less than 
those that could damage containment SSCs  

Control of reactivity  

¶ Reactivity is controlled: 
o No prompt criticality 
o after shutdown, any return to power is limited in 

extent, and does not lead to exceeding any other 
derived acceptance criteria  

Removal of residual heat  

¶ Continuous long term core cooling is possible: 
o Core geometry is coolable 
o residual heat is removed from the core 
o  heat is transported to ultimate heat sink  

Monitoring of conditions  

¶ Fit for service: 
o safety system instrumentation environmentally and 

seismically qualified  

Offsite dose  
• Within the dose acceptance criteria of REGDOC-2.5.2 for a DBA 
(**)  

 
(**) For Canada. For Romania dose acceptance criteria for DBA are given by [8], based on frequency of 

occurrence.  
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ANNEX II 

 
SAFETY ANALYSIS DATABASE AND ENGINEERING HANDBOOK 

 

Examples from έAccident Analysis for Nuclear Power Plants, IAEA Safety Reports Series No. 23έΣ 
[14] 

 
 Annex II to the “Accident Analysis for Nuclear Power Plants, IAEA Safety Reports Series No. 23έΣ 
[14], describes the database for safety analysis and the engineering handbook (defined in Section 
7.3.1 of this guide), prepared for the accident analysis of Bohunice V2 NPP. The data base is a plant 
specific database and was prepared for a broad spectrum of accidents ranging from “best estimate” 
analysis of anticipated operational occurrences to analysis of BDBAs. Therefore, in addition to the 
usual descriptions of, for example, the primary and secondary systems, and the reactor protection 
system, attention was paid to giving an adequate description of the plant controllers and auxiliary 
systems as well as the containment (pressure suppression system and reactor cavity). Using the data 
from the database, a six loop input data deck (plant model) of a reference plant for the 
RELAP5/Mod3.2 code was developed. The input data deck model was verified and validated using 
the systematic standard procedures. As an intermediate step between the general database and the 
input data deck for the RELAP5/Mod3.2 computer code, an engineering handbook was prepared. 
The main reason for the preparation of the engineering handbook was to enable independent 
checking (as an essential part of quality assurance) of the input data and their correspondence with 
reference data given in the database.  
Database for accident analysis of BOHUNICE V2 NPP:  
 
List of contents 
 
SUMMARY ABBREVIATIONS INTRODUCTION 
1.1. PRIMARY SYSTEM 
1.1.1. Primary coolant system components 
1.1.2. Reactor 
1.1.2.1. Dimensions of main reactor components 
1.1.2.1.1. Reactor head 
1.1.2.1.2. Reactor vessel around inlet and outlet nozzles 
1.1.2.1.3. Reactor vessel on the core level 
1.1.2.1.4. Lower part of the reactor vessel 
1.1.2.2. Masses of reactor components 
1.1.2.3. Volumes in reactor vesse 
1.1.2.4. Flow cross-sections in reactor 
1.1.3. Core 
1.1.4. Main circulation loop 
1.1.5. Steam generator: primary side 
1.1.6. Reactor coolant pump 
1.1.7. Pressurizer systems 
1.1.7.1. Pressurizer 
1.1.7.2. Bubbler condenser tank 
1.1.8. Make-up system 
1.1.9. Emergency core cooling system 
1.1.9.1. Passive emergency core cooling system 
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1.1.9.2. High pressure core cooling system 
1.1.9.3. Low pressure core cooling system 
1.1.10. Primary coolant system elevations 
1.1.10.1. Reactor 
1.1.10.2. Main circulating loop 
1.1.10.3. Pressurizer 
1.1.10.4. Accumulators 
1.2. SECONDARY SYSTEM 
1.2.1. Steam generator: secondary side 
1.2.2.  Steam lines 
1.2.3.  Turbine 
1.2.4.  Generator 
1.2.5.  Condenser 
1.2.6.  Ejector of the condenser 
1.2.7.  Condensate pumps 
1.2.7.1.  Condensate pumps: first stage 
1.2.7.2.  Condensate pumps: second stage 
1.2.8. Low pressure reheaters 
1.2.8.1.  Low pressure reheater No. 1 
1.2.8.2.  Low pressure reheater No. 2 
1.2.8.3.  Low pressure reheater No. 3 
1.2.8.4.  Low pressure reheater No. 4 
1.2.8.5.  Low pressure reheater No. 5 
1.2.8.6.  Subcooler of the low pressure reheater No. 1 
1.2.8.7.  Subcooler of the low pressure reheater No. 2 
1.2.8.8.  Subcooler of the low pressure reheater No. 4 
1.2.8.9.  Subcooler of the low pressure reheater No. 5 
1.2.8.10.  Condensate collector of the low pressure reheater No. 3 
1.2.8.11.  Condensate pump of the low pressure reheater No. 3 
1.2.9. High pressure reheaters 
1.2.9.1.  High pressure reheater No. 1 
1.2.9.2.  High pressure reheater No. 2 
1.2.10.  Feedwater tank and deaerator 
1.2.11.  Condensate reheating system 
1.2.12.  Diameters of important pipes of the secondary system 
1.2.13.  Elevations 
1.2.14.  Feedwater pumps 
1.2.15.  Auxiliary feedwater pumps 
1.2.16.  Emergency feedwater pumps 
1.3.  HYDRAULIC CHARACTERISTICS OF PRIMARY SYSTEM 
1.4.  NEUTRON KINETICS 
1.5.  VALVES 
1.6.  REACTOR PROTECTION AND CONTROL SYSTE 
1.7.  ELECTRICAL SYSTEMS 
1.8.  CONTAINMENT 
1.9.  CHARACTERISTICS OF MATERIALΟ 
1.10.  OPERATIONAL PARAMETERS AND REGIMES 
APPENDIX 1. TECHNOLOGICAL SCHEMES APPENDIX 2. TECHNICAL DRAWINGS  
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As example excerpt from the section of the database describing the pressurizer:  

The water volume of the pressurizer is connected via a T element and two parallel lines to the hot leg 
of the main circulation loop No. 1. The steam volume is connected via a pressurizer spray line to the 
cold leg of the same loop. All connections are on the non-isolable part of the main circulation loop.  

Pressurizer pressure vessel and internals:  

¶ Internal diameter  2.382 m [D39] 

¶ Internal heights: 
o Inner height of cylindrical part 8.79 m [D39] 
o Elliptical head at bottom    2x0.701 m [D39]  
o Total inner height of pressurizer 10.192 m [D39] 

¶ Wall thickness (including inner lining 9 mm thick): 
o Cylindrical part above pressurizer heaters 0.154 m [D39] 
o Cylindrical part on the level of pressurizer heaters 0.199 m [D39] 
o Elliptical head and bottom  0.169 m [D39] 

¶ Total internal volume 44.0 m3 [R28] 

Associated passages from the engineering handbook relating to the pressurizer: 

 Pressurizer - Sources from the database  

All the data describing the pressurizer and its connections to the primary system (surge lines and 
spray pipework) are presented in the database in Sections 1.1.7.1 (Pressurizer). The pipework 
connecting the pressurizer with the bubbler tank is described in Section 1.1.7.2 (Bubbler Tank). All 
valves relevant to the pressurizer is described in Section 1.5.1.1 (Description of the Pressurizer Safety, 
Relief and Spray Valves). Control of the pressurizer level and pressure (pressurizer spray and heaters) 
is described in Sections 1.6.3.2 (Control of the Pressurizer Level) and 1.6.3.3 (Control of the 
Pressurizer Pressure), respectively. The material composition of the pressurizer walls is given in 
Section 1.9.1 (Presence of the Most Important Materials), and then the material properties are given 
in Section 1.9.4 (Steels). The nodalization of the pressurizer is shown on Fig. IIIς7.  

Hydrodynamic components  

The pressurizer vessel is a cylindrical structure with an elliptical bottom and head. In the nodalization 
scheme the volume of the pressurizer vessel is split into three hydrodynamic components:  

Component 706:  Elliptical bottom  

Type of element:  Branch 

Total volume: V = 2.72 m3 

Flow area:  A = 3.88 m2 (calculated by the code RELAP5/Mod3.2 from the expression A 
= V/L)  

Additionally to engineering schematics representing the pressurizer system drawings with a tables 
are added to describe the piping such as: 
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The information on dimensions, elevations etc. is followed then by schematics of nodalization and 
assumptions used. Each component of the nodalization is described separately. 
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ANNEX III 
 

UNCERTAINTY ANALYSIS FOR DESIGN BASIS ACCIDENTS WITH BEST ESTIMATE ANALYSIS CODES 
 ς Process and examples 

 
Preparation of deterministic safety analysis is connected with the uncertainty due to several sources 
of uncertainties as discussed below.  In conservative approach uncertainty is not directly addressed, 
but it is assumed that applied conservativism (such as conservative code models) and assumptions 
of analysis (such as availability of systems and components or selection of initial and boundary 
conditions) compensates for a lack of uncertainty evaluation. To properly assess the impact of the 
uncertainty on the results of the analysis best estimate plus uncertainty approach (BEPU) has to be 
applied. Below current approach and major steps in performing uncertainty analysis is summarized. 
 
BEPU approaches 
 
Development of the BEPU approach ranges almost over past three decades. Several international 
comparative projects [UMS, BEMUSE] and various applications confirmed its maturity and 
practicability. During the BEPU development several methods were created and tested, some of 
them heavily depending on engineering judgment and contributions from team of specialists. 
Currently two principles are practically used. In the first option (see Figure III-1) the input 
uncertainty is propagated through the computer code. Uncertainty is derived through the 
identification and selection of uncertain input parameters (n to n*), specification of their uncertainty 
ranges or/and probability distributions and random variation of uncertainty parameters. Multiple 
calculations with random variations of uncertain parameters are performed to derive the 
uncertainty of the calculated results. Number of calculations depends on statistical combination 
method and the requested probability confidence level. 
 
Figure III-2 shows the other option, which is referred to as the extrapolation of output errors. 
Uncertainty is derived from the accuracy between the calculation and relevant experimental data. 
Accuracy is extrapolated into uncertainty and uncertainty matrix is created. Uncertainty of the 
calculated results is obtained from this matrix. In this case the uncertainty prediction is not 
propagated throughout the code. 
 
Sources of uncertainties 
 
Critical step of the BEPU analysis is the identification and characterization of uncertainty. This is 
connected with the approximate nature of the codes and of the process of code applications.  In 
other words, ‘sources of uncertainty’ affect predictions by best-estimate codes and must be taken 
into account. The major sources of uncertainty in the area of safety analysis are represented by the 
uncertainty of the code (associated with the code models and correlations, solution scheme, model 
options, data libraries, deficiencies of the code, simplifying assumptions and approximations), 
representation uncertainties (accuracy of the complex facility geometry, 3D effects, scaling, control 
and system simplifications) and plant data uncertainties (unavailability of some plant parameters, 
instrument errors and uncertainty in instrument response). 
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Figure III-1: Propagation of input uncertainties 

 
Figure III-2: Propagation of output errors 
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Methods 
 
GRS method is a probabilistic method based on the concept of propagating the input uncertainties 
(as depicted on Figure III-1). All relevant uncertain parameters including the code, representation 
and plant uncertainties are identified, any dependencies between uncertain parameters are 
quantified and ranges and/or probabilistic distribution functions (PDFs) for each uncertain 
parameter are determined. Expert judgment and experience from code applications to separate and 
integral test and full plant application are principal sources of information for uncertain parameters 
identification and quantification. 
 
The uncertainty input parameters are randomly sampled taking into account PDFs. Code calculations 
are performed substituting identified uncertain parameters with sampled sets. The number of code 
calculations depends on two parameters – fractile α and confidence β. The fractile indicates the 
probability content of the probability distributions of the code results (e.g. α = 95% means that PCT 
is below the tolerance limit with at least α = 95% probability). One can be β % confident that at least 
α% of the combined influence of all characterized uncertainties are below the tolerance limit. The 
confidence level is specified because the probability is not analytically determined. It accounts for 
possible influence of the sampling error due to the fact that the statements are obtained from a 
random sample of limited size. The minimum number n of code runs to be performed is given by the 
Wilks’ formula [Ref. III-1]. In accepted engineering practice of 95% probability and 95% of confidence 
level 59 calculations have to be performed for one-sided statistical tolerance limit and 93 
calculations are needed for two-sided statistical tolerance limit. 
 
Probabilistic nature of GRS methods allows for the application of statistical tools to analyze the 
results of the analysis to obtain the sensitivity measures. These measures provide the information 
on the impact of the uncertain input parameters on the calculated results. In other words the most 
contributing uncertain input parameters can be identified using sensitivity measures. 
 
Integration between the code and the uncertainty methodology has many advantages and leads to 
the simplification of the application of any uncertainty methodology and, definitely, to the reduction 
of the costs associated with evaluation of uncertainties.  

Such a process, called the internal assessment of uncertainty (CIAU), makes it possible that 
uncertainty bands automatically supplement any NPP calculation result. In this case, the uncertainty 
is embedded into the code and comes out to bound the results obtained by any code user, without 
the need for extra resources or engineering judgments from the point of view of the code user.  

The University of Pisa has developed such a methodology using the RELAP5.MOD3.2 code [Ref. III-2]. 
The method focuses not on the results of parameter uncertainties but on direct scaling of data from 
an available database, calculating the final uncertainty by extrapolating the accuracy evaluated in 
predicting experiments performed in integral simulators to full scale NPPs (See Fig. III-3). One 
condition for the application of the method is the similarity between the concerned plant scenario, 
in relation to which uncertainty must be calculated, and the experimental database originating the 
accuracy of the code. The influence of user and nodalization upon the output uncertainty is 
minimized in the methodology. However, user and nodalization inadequacies affect the comparison 
between measured and calculated trends; the error due to this is considered in the extrapolation 
process and gives a contribution to the overall uncertainty. No limitation on the number of input 
uncertain parameters is considered in the application of the method. The related variation ranges 
are included in the output parameter variation ranges; it is not possible to establish a 
correspondence between each input and each output parameter without performing additional 
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specific calculations. The process starts from the experimental and calculated database. Following 
the identification of the physical phenomena (e.g. from CSNI validation matrix) involved in the 
selected transient scenario, Relevant Thermal-hydraulic Aspects are utilized to evaluate the 
acceptability of code calculations, the similarity among experimental data, and the similarity 
between plant calculation results and available data. Statistical treatment is pursued in order to 
process accuracy values calculated for the various test facilities and to get uncertainty ranges with 
95% confidence level. These are superimposed as error bands bracketing the ASM calculation.  

 

Figure III-3: Simplified flow diagram of CIAU 

 
 

 7 

 
 

Figure 4.  Simplified flow diagram of the CIAU. 
 

 

CIAU Development 

 

The development of the method implies the availability of qualified experimental data (block a in 

Fig. 4), of qualified system code calculation results (block b), of postulated transients including the 

definition of plant status (block c), and the selection of variables in relation to which the uncertainty 

must be calculated (block e). The support of experimental data (block a) is considered mandatory, 

whatever is the qualification process. Qualified code results (block b) signify the run of qualified code 

in a qualified computer/compiler, by a qualified user using a qualified nodalization [2]. The 

qualification level of the code results should be evaluated from a qualitative and a quantitative point of 

view. 

 

Any uncertainty methodology, supported by a system code, can be used at block b for producing 

data that are concerned with block c, thus producing an uncertainty database. Thousands of variables 

are the output of a code calculation and are utilized to characterize a postulated transient scenario. It 

ReturnReturn
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BEPU analysis 
 
Steps of the BEPU analysis to be taken depend on the uncertainty method. In general following is 
needed: 

¶ Preparation of the best estimate nodalization including nodalization qualification 

¶ Performance of best estimate calculation including qualification 

¶ Identification of uncertain parameters and definition of uncertainty ranges or probabilistic 
distribution functions (PDFs) 

¶ Ranking of the uncertain parameters in case when number of parameters has to be reduced to 
achieve the reasonable number of calculations to be performed 

¶ Statistical variation of uncertain parameters and performance of required number of 
calculations 

¶ Analysis of the calculated results leading to the uncertainty bands of the parameters of the 
interest (such as peak cladding temperature etc.) 
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ANNEX IV 

CANADIAN REGULATORY APPROACH FOR DETERMINISTIC SAFETY ANALYSIS FOR DESIGN BASIS 
AND DESIGN EXTENSION CONDITIONS 

The Canadian regulatory approach to perform Deterministic Safety Analyses for Design Base and 
Design Extension Conditions in a nuclear power plant  (NPP) is based on the need to comply with the 
Safety Objectives and Concepts established in the document entitled “REGDOC-2.5.2, Design of 
Reactor Facilities: Nuclear Power Plants”, [20]. This document describes a set of design requirements 
and guidance that are aligned with accepted international codes and practices. 

REGDOC-2.5.2 represents the Canadian Regulatory Authority; i.e., the Canadian Nuclear Safety 
Commission (CNSC) adoption principles set forth by the IAEA in SSR-2/1, Safety of Nuclear Power 
Plants: Design, [4]. 

In the aforementioned document the CNSC establishes requirements and guidance for: 

¶ Establishing the safety goals and objectives for the design, 

¶ Utilizing safety principles in the design, 

¶ Applying safety management principles, 

¶ Designing structures, systems and components (SSCs), 

¶ Interfacing engineering aspects, plant features and facility layout, 

¶ Integrating safety assessments into the design process. 

IV.1  Safety Objectives and Concepts 

General nuclear safety objective 

The Canadian requirement to comply with this objective is that the NPPs shall be designed and 
operated in a manner that will protect individuals, society and the environment from harm 
(endorses the objective established by the IAEA).  

The general nuclear safety objective is supported by three complementary safety objectives 

Radiation protection objective  

This objective requires that radiation exposures within the NPP or due to any planned release of 
radioactive material from the NPP shall be kept below prescribed limits and as low as reasonably 
achievable (ALARA) 

Technical safety objectives  

This objective requires that all reasonably practicable measures shall be taken to prevent accidents 
in the NPP, and to mitigate the consequences of accidents if they do occur. 

Environmental protection objective  

This objective involves the provision of practical mitigation measures to protect the environment 
during the operation of an NPP and to mitigate the consequences of an accident. 

IV.2  Safety Analysis 

To demonstrate the achievement of the above safety objectives the CNSC requires that a 
comprehensive hazard analysis, a deterministic safety analysis, and a probabilistic safety assessment 
shall be carried out. 
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The requirements and guidance for the preparation and presentation of a safety analysis that 
demonstrates the safety of a nuclear facility is presented in the Regulatory document entitled 
“REGDOC-2.4.1, Deterministic Safety Analysis”, [17]. 

Relevant regulations 

The legal basis for the Canadian regulations is provided in Canada’s Nuclear Safety and Control Act 
(NSCA) and the regulations made under the NSCA. 

National and international standards 

The requirements prescribed by the CNSC for NPP are consistent with the philosophy and technical 
content of national and international codes and standards. It is based in part on the following 
publications: 

¶ CSA Group, N286.7-99, (R2012), Quality Assurance of Analytical, Scientific and Design Computer 
Programs for Nuclear Power Plants, [22]. 

¶ International Atomic Energy Agency, IAEA Safety Standards Series No. SSG-2, Deterministic 
Safety Analysis for Nuclear Power Plants Specific Safety Guide, 2012, [6]. 

¶ International Atomic Energy Agency, IAEA Safety Standards Series No. GSR Part 4, Safety 
Assessment for Facilities and Activities General Safety Requirements Part 4, 2009, [3]. 

IV.3  Deterministic Safety Analysis Objectives 

The Canadian approach requires performing deterministic and probabilistic analyses in support of 
the siting, design, commissioning, operation or decommissioning of a NPP. 

The objectives of the deterministic analysis required by the CNSC are to: 

1. Confirm that the design of a NPP meets design and safety analysis requirements. 

2. Derive or confirm operational limits and conditions (OLCs) that are consistent with the 
design and safety requirements for the NPP. 

3. Assist in establishing and validating accident management procedures and guidelines. 
Severe accident management guidelines are an example. 

4. Assist in demonstrating that safety goals are met. 

IV.3.1  Deterministic safety analysis for confirmation of defence in depth 

The Canadian approach considers that deterministic safety analysis is an important part of the 
confirmation of the concept of defence in depth to the design of a NPP. The five levels of defence in 
depth adopted in the Canadian approach are the same as the ones provided in the relevant IAEA 
documents. 

The five levels of defence in depth are defined in REGDOC-2.5.2, [20]. The applicability of 
deterministic safety analysis to these levels is as follows: 

Level 1: The aim of the first level of defence is to prevent deviations from normal operation, and to 
prevent failures of SSCs. Good design and proven engineering practices are used to support first-
level defence in depth. 

Level 2: The aim of the second level of defence is to detect and intercept deviations from normal 
operation in order to prevent Anticipated Operating Occurrences (AOOs) from escalating to accident 
conditions, and to return the plant to a state of normal operation. 
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To support second-level defence in depth, AOOs are analyzed to demonstrate the robustness of the 
control systems in arresting most AOOs and in preventing damage to all SSCs that are not involved in 
the initiation of an AOO, to the extent that these SSCs will remain operable following the AOO. 

Level 3: The aim of the third level of defence is to minimize the consequences of accidents by 
providing inherent safety features, fail-safe design, additional equipment, and mitigating 
procedures. 

To support third-level defence in depth, Design Base Accidents (DBAs) (including AOOs with failed 
second-level defences) are analyzed to demonstrate the capabilities of the safety systems to 
mitigate any resulting radiological consequences; i.e., to demonstrate meeting the prescribed dose 
limits for DBAs (and AOOs with failed second-level defences) and related derived acceptance criteria 
for protecting fission product release barriers. AOOs and DBAs are also analyzed to assist in 
developing emergency operating procedures that define actions that should be taken during these 
events. 

The Canadian regulatory authority specifies that the event combination of AOO plus independent 
failure of second-level defence in depth should be considered a DBA. In such a case, the dose limit 
applicable to DBAs should apply. 

Level 4: The aim of the fourth level of defence is to ensure that radioactive releases caused by 
severe accidents are kept as low as practicable. 

Level 5: The aim of the fifth level of defence is to mitigate the radiological consequences of potential 
releases of radioactive materials that may result from accident conditions. 

In support of fourth- and fifth-level defence in depth, the CNSC stipulates that Beyond Design Base 
Accidents (BDBAs) are analyzed. This analysis is to provide information in support of design and 
safety of NPPs, as it relates to severe accidents, such as performance of complementary design 
features (internationally, these are also called additional safety features) for severe accidents, or 
actions that operators should take during severe accidents in order to mitigate the consequences. 
The CNSC considers that this analysis also assists in the development of severe accident 
management guidelines. 

IV.3.2  Requirements for Deterministic Safety Analysis 

The Canadian regulations define that the licensee is responsible for ensuring that the safety analysis 
meets all regulatory requirements. 

The licensee shall maintain adequate capability to perform or procure safety analysis;  establish a 
formal process to assess and update safety analysis, which takes into account operational 
experience, research findings and identified safety issues, and to establish and apply a formal quality 
assurance (QA) process that meets the QA standards established for safety analysis in CSA Group 
N286.7-99, “Quality Assurance of Analytical, Scientific and Design Computer Programs for Nuclear 
Power Plants”, [22]. 

IV.3.3 Events to be analyzed 

Identification of events 

The Canadian regulatory approach requires that the licensee shall use a systematic process to 
identify events, event sequences, and event combinations that can potentially challenge the safety 
or control functions of the NPP. The licensee shall also identify events that may lead to fission 
product releases, including those related to spent fuel pools (also called irradiated fuel bays) and 
fuel-handling systems. 
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The Canadian regulations contemplate that the events considered in safety analysis could be single 
postulated initiating events (PIEs), sequences of several consequential events, or combinations of 
independent events.  

Examples of event combinations include:  loss of coolant with subsequent loss of station electrical 
power, including station blackout; loss of coolant with loss of containment cooling; small loss-of-
coolant accidents (LOCAs) with failure of primary or secondary depressurization; main steam line 
break with failure of the operator to initiate a backup cooling system, etc. 

The identification of events must include at-power and shutdown states. The regulatory 
requirement in Canada is that deterministic analysis should also be performed for other states 
where the reactor is expected to operate for extended periods of time and that are not covered by 
the at-power and shutdown analysis. 

The Canadian approach considers that identified events could be grouped into categories based on 
similarity of the initiating failures, key phenomena, or system and operator responses. Examples of 
event categories include decrease of the reactor coolant inventory, reactivity and power anomalies, 
and increase/decrease of heat removal. In the safety analysis of AOOs and DBAs for Level 3 defence 
in depth, is expected that bounding events are identified for each applicable acceptance criterion 
within each category of events. 

In addition to events that could challenge the safety or control functions of the NPP, safety analysis 
is required to be performed for normal operation. This allows sources of radiation or releases of 
radioactive materials to be assessed in various modes of operation or transition between modes. For 
an existing plant, a safety analysis for normal operation may be required if a new operational mode 
is considered, or if significant design changes (any changes that may alter system characteristics) are 
implemented.  

Scope of events 

The Canadian approach expects that the list of events identified for the safety analysis shall include 
all credible: 

¶ Systems Structures and Components (SSCs) failures or malfunctions. SSC failures may 
include failure to operate when required, erroneous operation and partial failures. 
Examples:  failures or malfunctions of active systems, such as pumps, valves, control systems 
or power supply; failures of passive systems, such as breaks in the reactor’s pressure-
retaining boundaries, including pipes and rupture discs. 

¶ Operator errors. 

¶ Common-cause internally and externally initiated events, including those affecting multiple 
reactor units on a site. Human-induced external events. 

Internal common-cause events include fires, floods of internal origin, explosions, and 
equipment failures (such as turbine breakup) that may generate missiles.  

External, naturally occurring events that are considered in deterministic safety analysis 
include: earthquakes, external fires, floods/tsunamis occurring outside the site; biological 
hazards (for instance, mussels or seaweed affecting cooling water flow and/or temperature); 
extreme weather conditions (temperature, precipitation, high winds, tornadoes etc.) 

Human-induced external events: aircraft or missile impacts; explosions at nearby industrial 
facilities or transportation systems; release of toxic or corrosive chemicals from nearby 
industrial facilities or transportation systems; electromagnetic interference. 

Classification of events 
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The Canadian approach establishes that the criterion used for the classification of events is based on 
the frequency of the events: 

AOOs: these include all events with frequencies of occurrence equal to or greater than 10-2 per 
reactor year.  

AOOs are defined as events that are more complex than the normal operation manoeuvres, with the 
potential to challenge the safety of the reactor, and which might be reasonably expected to happen 
during the lifetime of a plant. Examples (without additional failures): SG tube chronic leak (<50kg/h) 
with high Iodine-131 concentration; minor flow blockage in one channel; single SG tube rupture; 
spurious opening of one or more Main Steam Safety Valves (MSSVs); HTS gland seal failure, etc. 

DBAs: these include events with frequencies of occurrence equal to or greater than 10-5 per reactor 
year, but less than 10-2 per reactor year.  

These are events that are not expected to occur during the lifetime of a plant but, in accordance 
with the principle of defence in depth, are considered in the design of the NPP.  

Examples of DBAs (no additional failures): Fuel ejection from fuelling machine into containment; 
total loss of feedwater; feedwater line failure upstream/downstream of the last check valve; 
stagnation feeder break; HTS bleed/feed line failure; large steam pipe failure; large-break LOCA.  
Examples of DBAs (with additional failure): Large/small-break LOCA with failure of Class IV power; 
small LOCA with failure of D2O recovery/D2O feed; single SG tube rupture with failure of condenser 
steam discharge valves (CSDV), etc. 
BDBAs: these include events with frequencies of occurrence less than 10-5 per reactor year.  
These are events with low probabilities of expected occurrence, which may be more severe than 
DBAs, and – due to multiple failures and/or operator errors – may result in safety systems that fail to 
perform their safety functions, leading to significant core damage, challenges to the integrity of the 
containment barrier, and, eventually, to the release of radioactive material from the plant. BDBAs 
generally relates to events that result in a complete loss of the residual heat removal from the 
reactor core or complete loss of electrical power for an extended period.  
Examples: HTS failures with discharges > 50/kg/s with failure of ECC injection or failure of 
containment isolation; severe flow blockage in one channel with ECC or containment impairment; 
fuel ejection from fuelling machine into containment with failure of containment isolation; total loss 
of feedwater with failure of steam generator emergency cooling system (SGECS) or emergency 
secondary water supply system (ESWS), etc. 

Appendix A of REGDOC-2-4-1 provides a list with further examples by grouping the events into 
anticipated operational occurrences (AOOs), design-basis accidents (DBAs) and beyond-design-basis 
accidents (BDBAs). The list provided in that document is for illustration only and is not meant to be 
comprehensive. 

IV.3.4  Acceptance Criteria and Objectives 

Requirements for normal operation and the rest of the plant states 

The Canadian approach requires that acceptance criteria and objectives have to be met for the 
analysis in each plant state.  

Acceptance for normal operation  

The following are the requirements of CNSC for normal operation: 

1. Radiological doses to workers and members of the public are within the limits acceptable to 
the regulator.   
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2. Releases of radioactive material into the environment fall within the allowable limits for 
normal operation. 

Acceptance criteria for AOOs and DBA 

The aim is to demonstrate the effectiveness of the key safety functions. 

1. Radiological doses to members of the public do not exceed the established limits. 

2. The derived acceptance criteria are met. These derived acceptance criteria are established 
by the designer to limit the damage to different defence barriers. 

In the Canadian approach dose values adopted for AOOs and DBAs are consistent with accepted 
international practices and take into account recommendations of the IAEA and the International 
Commission on Radiological Protection.  

For new plants these limits are: 

- 0.5 millisievert (mSv) for any AOO 

- 20 mSv for any DBA 

For existing reactors, the dose limits are specified in the operating licences. 

The Canadian regulations require that the committed whole-body dose for average members of the 
critical groups who are most at risk, at or beyond the site boundary, is calculated in the deterministic 
safety analysis for a period of 30 days after the analyzed event. 

Derived acceptance criteria have two components: qualitative and quantitative.   

The qualitative acceptance criteria relate a barrier to fission product releases or fundamental safety 
function and the requirements to be met during the event. 

Examples of acceptance criteria for AOOs for Level 2 defence in depth: 

Fuel matrix (barrier): fit for service (acceptance criterion). 

Fuel sheath (fuel cladding): No dry-out / no departure of nucleate boiling (DNB) 

Fuel assembly: maintain fuel cooling ability; retain rod-bundle geometry with adequate coolant 
channels to permit removal of residual heat 

Fuel channel (CANDU): Fit for service; American Society of Mechanical Engineers (ASME) service 
level B not exceeded. 

Primary coolant system (excluding CANDU fuel channel): Fit for service: ASME service level B not 
exceeded. 

Control of reactivity (safety function): Reactivity controlled by safety system.  After shutdown, there 
is no inadvertent return to criticality. 

Offsite dose: Within the dose acceptance criteria. 

Examples of acceptance criteria for DBAs:  

Fuel matrix: No fuel centre line melting; no fuel break-up; no excessive energy deposition. 

Fuel sheath (fuel cladding): No excessive strain of fuel sheath; fuel elements are to meet applicable 
limits for:  sheath temperature, local sheath oxidation, oxygen embrittlement of fuel sheath. 

Fuel assembly:  Maintain fuel coolability; retain rod-bundle geometry or fuel assembly with 
adequate coolant channels to permit removal of residual heat. 
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Fuel channel: Fuel channel remains intact; local pressure tube strain below failure threshold; 
moderator subcooling precludes failure; no constrained expansion; no fuel sheath melting; no fuel 
centreline melting; no fuel breakup; no fuel element bowing and/or sagging into pressure tube (PT) 
contact. 

Primary coolant system (excluding CANDU fuel channel): Pressure boundary remains intact: ASME 
service level C not exceeded; no consequential boiler tube leaks. 

Control of reactivity: Reactivity is controlled (no prompt criticality; after shutdown, any return to 
power is limited in extent, and does not lead to exceeding any other derived acceptance criteria.) 

Offsite dose: Within the dose acceptance criteria for a DBA. 

For each of the qualitative acceptance criteria the Canadian approach requires to establish a 
quantitative acceptance criterion (or limit).  These quantitative limits are required to be supported 
by experimental data, to provide a clear boundary between safe states (when failure of an SSC is 
prevented with high confidence), and unsafe states (when a failure of an SSC may occur) and to 
incorporate margins or safety factors to account for uncertainty in experimental data and relevant 
models. 

Tables I-1 and I-2 of Appendix I, extracted from REGDOC-2-4-1, provides further examples of Derived 
Acceptance Criteria for both, AOOs and DBA, that were obtained from current Canadian and 
international practice. 

Objectives for BDBA 

Design extension conditions (DECs) are a subset of beyond-design-basis accidents that are 
considered in the design process of the facility, employing a best-estimate methodology, to keep 
releases of radioactive material within acceptable limits. Design extension conditions could include 
severe accidents. 

Severe accidents are those that can lead to significant fuel damage or offsite releases of radioactive 
material. 

The Canadian approach establishes that the aim of safety analysis for BDBAs is to: 

¶ Evaluate the ability of the design to withstand challenges posed by BDBAs and to identify 
plant vulnerabilities.  

¶ Assess the effectiveness of those design features which were incorporated in the plant 
design for the specific purpose to reduce the likelihood and/or mitigate the consequences of 
BDBAs, (including the assessment of equipment for accident management and 
instrumentation to monitor the accident). 

¶ Evaluate the ability to restore and maintain the safety functions.  

¶ Assist in the development of an accident management program for BDBAs and severe 
accident conditions. 

¶ Provide input for offsite emergency planning. 

The design for BDBAs is aimed to meet risk criteria such as safety goals related to frequency of 
severe core damage and significant releases of radioactivity, as assessed by PSA. 

The Canadian approach establishes that deterministic calculations of the source terms for BDBAs can 
also be performed in accordance with the aim of the BDBA analysis.  

For DECs with severe core damage, the requirement is that the containment shall maintain its role as 
a leak-tight barrier for a period that allows sufficient time for the implementation of offsite 
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emergency procedures following the onset of core damage. Containment shall also prevent 
uncontrolled releases of radioactivity after this period. 

IV.3.5  Methods and assumptions for deterministic safety analysis 

The Canadian regulatory authority requires that the analysis shall provide the appropriate level of 
confidence in demonstrating conformity with the acceptance criteria. 

To achieve the appropriate level of confidence, the requisites determine that the safety analysis 
shall: 

¶ Be performed by qualified analysts in accordance with an approved QA process 

¶ Apply a systematic analysis method 

¶ Use verified data 

¶ Use justified assumptions 

¶ Use verified and validated models and computer codes 

¶ Build in a degree of conservatism 

¶ Be subjected to a review process 

The CNSC considers that the safety analyst has the option of selecting safety analysis methods and 
assumptions, as long as the regulatory requirements and expectations are satisfied. 

The CNSC requires that the analysis method shall include the following elements: 

¶ Identifying the scenarios to be analyzed as required to attain the analysis objectives 

¶ Identifying the applicable acceptance criteria, safety requirements, and limits 

¶ Identifying the important phenomena of the analyzed event 

¶ Selecting the computational methods or computer codes, models, and correlations that 
have been validated for the intended applications 

¶ Defining boundary and initial conditions 

¶ Conducting calculations, including: 

- Performance of sensitivity analysis and identifying, where necessary, margins to cliff-
edge effects. 

- Analysis of the event from the initial steady state up to a predefined long-term 
stable state.  

- The calculations for plant transients are extended beyond the point where the NPP 
has been brought to shut-down and stable core cooling, as established by some 
identified means (i.e., to the point where a long-term stable state has been reached 
and is expected to remain as long as required). The analysis should take into account 
the capacity and limitations of long-term makeup water and electrical power 
supplies. 

¶ Accounting for uncertainties in the analysis data and models. 

¶ Verifying calculation results for physical and logical consistency. 

¶ Processing and documenting the results of calculations to demonstrate conformance with 
the acceptance criteria. 
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IV.3.6  Recommendations/expectations to be taken into account 

The following is a list of recommendations/expectations of the CNSC to be taken into account for the 
performance of Deterministic Safety Analyses of a NPP. 

General recommendations 

The scenarios to be analyzed should include description of initial conditions, initiating event, 
expected actions of the plant systems and of the operator, etc. 

A set of applicable criteria should be identified, including any regulatory requirements. These criteria 
should address all safety challenges while also demonstrating compliance with the dose acceptance 
criteria. 

Key phenomena, key parameters, and the range of parameter values associated with the analyzed 
event should be identified. 

The models and computer code applicability to the analyzed event should be demonstrated. Models 
of plant systems should be verified to reflect as-built plant condition, taking into account plant states 
and aging effects (such as pump degradation, steam generator fouling, increased roughness). 

The analysis should define the data characterizing the plant condition preceding the analyzed event 
and plant performance during the event – such as, but not limited to: 

¶ Plant operating mode 

¶ Reactor power 

¶ Fuel burn-up and burn-up distribution 

¶ Fuel temperatures 

¶ Coolant temperatures and pressures 

¶ Trip set points and action set points for mitigating systems 

¶ Instrumentation delays and uncertainties 

¶ Safety system performance characteristics 

¶ Performance of other plant equipment (such as pumps, valves, coolers, boilers, and turbine) 

¶ Weather conditions 

Sensitivity studies should be undertaken to assess the impact on analysis results of key assumptions 
– for example, in identifying the worst single failures in various systems, or to assess the impact of 
using simplified models instead of more accurate and sophisticated approaches.  

Sensitivity analysis, with systematic variations in computer code input variables or modelling 
parameters, should confirm that there are no “cliff-edge” effects. A systematic process should be 
used to identify parameters with small margins to a cliff edge, such as fuel dry-out, pressure 
boundary failure and tank depletion. 

Requirements for Conservatism in the Analysis Methods 

In agreement with the concepts provided in IAEA No. SSG-2 “Deterministic safety analysis for nuclear 
power plants”, the CNSC stipulates that there are three main analysis methods used in the 
deterministic safety analysis: 

1. Conservative analysis method, to be used for Level 3 defence in depth. 
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2. Best-estimate-plus-evaluation–of-uncertainties method, to be used for Level 3 defence in 
depth. 

3. Best-estimate analysis method, that can be used for Level 2 and Level 4 defence in depth. 

While the Canadian regulatory authority accepts the use of conservative codes, CNSC considers it is 
preferable to apply realistic (best-estimate) computer codes. Where conservative analysis results are 
required for Level 3 defence-in-depth (AOO and DBA) analysis, best-estimate computer codes should 
be used along with the assessment of modelling and input plant parameter uncertainties. 

In the deterministic safety analysis for Level 3 defence in depth, the CNSC requires that all key 
uncertainties should be identified and accounted for. The uncertainties should be accounted for 
accordingly, either in the conservative analysis or in the best-estimate-plus-evaluation-of-
uncertainties methodologies. 

The regulatory requirement for conservatism is consistent with the recommendation provided in 
§3.10 of IAEA No. SSG-2, [6]: 

Conservative initial and boundary conditions should be used to ensure that all uncertainties 
associated with the code models and plant parameters are bounded. The complete analysis requires 
a combination of validation of the code, use of conservatism in the data and use of sensitivity studies. 

The regulatory requirement for conservatism is also consistent with the Canadian standard N286.7-
99. In its clauses related to validation N286.7-99 states that:  

The validation shall provide information sufficient to permit the determination of appropriate 
uncertainty allowances with respect to the intended application (Clause 9, 1st paragraph)  

 The Validation Report shall contain an assessment of the validation results with respect to computer 
program accuracy and uncertainty allowance. (Clause 11.3.5-f). 

If the safety analysis for Level 3 is not performed with the best-estimate-plus-evaluation-of-
uncertainties methodology, the analysis should incorporate appropriate uncertainty allowances for 
the parameters relevant to the analyzed accident scenario. Such uncertainties include modelling and 
input plant parameters uncertainties. The modelling uncertainties are associated with the models 
and correlations, the solution scheme, data libraries and deficiencies of the computer programs. 

The modelling-relevant parameters include those used to start the action of a mitigating system 
and/or those which can have a significant impact in challenging the integrity of a barrier preventing 
the release of fission products.  

The code accuracy obtained as the result of validation work should be used as a source for 
uncertainties of relevant modelling parameters. The inclusion in the assessments of modelling 
uncertainties coming from code validation provides confidence in the safety margins predicted by 
the safety analysis.   

The code accuracy is defined by the bias and the variability in bias, and should be obtained from the 
comparison of code predictions with experimental data, station data or other applicable data. 
However, the bias is expected to be small. If significant code biases are found after the code 
validation effort, this implies that there is a deficiency in the code models for the particular 
phenomena or phenomenon as observed in the tests. The models in the code should be improved to 
remove or minimize the bias as much as possible. 

Input plant parameters (also referred to as operational parameters) are those parameters that 
characterize the state of plant’s SSCs or are used to actuate a mitigating system. These are measured 
using in-reactor instrumentation. 
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The measurement uncertainties are available from the plant instrumentation and control system 
documentation or the OLCs. The systematic (“bias”) and random uncertainty components (“standard 
deviation”) should be accounted for. 

The measurement bias represents an element of measurement uncertainty arising from a systematic 
error known to cause deviation in a fixed direction. The standard deviation represents an element of 
measurement uncertainty which cannot be defined exactly, or which can cause deviation in either 
direction, but can be estimated on the basis of a probability distribution. 

The CNSC accepts that in the safety analyses for Level 2 and Level 4 defence in depth (where a 
realistic, best-estimate analysis method may be used) it is not necessary to account for uncertainties 
to the same extent as for Level 3 defence in depth. 

Guidance to incorporate simulation errors in conservative calculations 

Sometimes it has been argued that analysis assumptions are conservative enough to account for 
simulation uncertainties even if the modelling uncertainties are unknown.  

Conservative calculations that are not based in code validation may provide a more pessimistic 
result than a calculation without any assumed conservatism, but cannot provide confidence that the 
conservatism assumed for the calculations covers modelling uncertainties of those parameters that 
either are normally monitored at a NPP or can have an impact on the integrity of a given fission 
barrier. 

The inclusion in the assessments of modelling uncertainties coming from code validation provides 
confidence in the safety margins predicted by the safety analysis.  

The philosophy behind the requirement of applying uncertainties to the relevant parameters is to 
make the analysis conservative when assessing the effectiveness of a mitigating system and when 
assessing a particular phenomenon that could challenge a barrier for the release of radioactive 
material.  

Those uncertainties should be applied to delay the action of a particular mitigating system credited 
in the analysis and to make take place sooner the challenge to the integrity of the fission barrier. 
Example: delay the trip of the NPP by introducing an uncertainty in the trip set-point of a particular 
parameter that is predicted by the code and is credited to stop the self-sustained fission process and 
to decrease the CHF prediction value or to decrease the heat transfer to the coolant. 

The same approach should be applied to other stages of a postulated event in which uncertainty 
allowances are required to assess other mitigating systems or where other physical barriers could be 
challenged. 

For instance after reactor trip, during a loss of coolant accident in a CANDU reactor, ECC injection is 
required to avoid fuel failure. Hence, uncertainty allowances should be included to delay the 
initiation of the ECC and for the parameters that are important for the prediction of the 
phenomenon that imposes the most serious challenge to the integrity of the fuel channels. 

Requirements on credit for actions of systems 

The CNSC requirements are that assumptions made to simplify the analysis, as well as assumptions 
concerning the operating mode of the nuclear power plant, the availability and performance of the 
systems, and operator actions, shall be identified and justified. 

The analysis of AOO and DBA shall: 

¶ Incorporate the key input modelling parameter uncertainties, the key input plant 
parameters measurement uncertainties, and the measurement uncertainties for the 
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actuation of mitigating systems; the uncertainties shall be properly estimated, following best 
national and international practices. 

¶ Apply the single-failure criterion to all safety groups, and ensure that the safety groups are 
environmentally and seismically qualified.  

The single-failure criterion stipulates that the safety group consisting of a safety system and 
its support systems should be able to perform its specified functions even if a failure of 
single component occurs within this group. 

¶ Safety analysis of AOOs and DBAs for Level 3 defence in depth should apply the single-failure 
criterion to each safety group. 

The single-failure criterion does not need to be applied in the analysis of AOO for Level 2 
defence in depth and BDBA. 

¶ Use minimum allowable performance (as established in the OLCs) for safety groups. 

¶ Account for consequential failures that may occur as a result of the initiating event. 

¶ Credit the actions of process and control systems only where the systems are passive and 
environmentally and seismically qualified for the accident conditions. 

¶ Include the actions of process and control systems when their actions may have a 
detrimental effect on the consequences of the analyzed accident. 

¶ In the safety analysis of an AOO for Level 2 defence in depth, credit may be taken for the 
operation of process and control systems whose actions could help mitigate the event, as 
long as the credited systems are not impaired as a consequence of the initiating event. The 
status of these systems and the values assigned to their parameters need to be justified. 

¶ In the safety analysis of AOOs and DBAs for Level 3 defence in depth, no credit should be 
taken for the operation of the control systems in mitigating the effects of the initiating 
event. The effects of control system actions should be considered, if these actions would 
aggravate the transient or delay the actuation of the protection features. 

¶ Credit the normally running process systems that are not affected by the analyzed accident. 

¶ If operator actions are credited, demonstrate that credible “worst case” operator 
performance has been considered in the analysis and assessment 

IV.3.7  Recommendations for Assumptions regarding the Performance of Structures, Systems and 
Components 

Partial and total failures of equipment should be considered in the analysis of each failure sequence, 
to identify the worst failure for each acceptance criterion. 

Assumptions for worse pipe failures  

Various modes of piping failures should be considered in loss-of-coolant analyses. They include 
circumferential, guillotine, and longitudinal failures at any location in a system. 

For circumferential and guillotine failures, analysis should consider a discharge area up to, and 
including, twice the cross-sectional area of the piping. 

For longitudinal breaks, the analysis should justify the upper limit of the range of postulated break 
size. 
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The worst break location, size, and orientation, in the context of posing the most challenges to a 
safety analysis requirement, should be identified through analysis, including sensitivity analysis, 
using a conservative break model. 

The regulatory body requires that for CANDU reactors failures of reactor inlet and outlet headers are 
considered in the same way as piping failures. 

Assumptions for loss of offsite power 

In addition to a single failure and any consequential failures, a loss of offsite power should be 
assumed, unless a justification is provided. 

The loss of offsite power may be assumed to occur either at the initiation of the event or as a 
consequence of reactor and turbine trip. For example, when loss of Class IV power (CANDU-type 
reactor) is assumed, the event should be analyzed both with and without the loss of offsite power, 
and the most limiting results should be used. 

Assumptions for the Shutdown Safety Systems 

The CNSC requires that deterministic safety analysis should demonstrate the effectiveness of all 
credited shutdown means by demonstrating that the design meets applicable acceptance criteria. 

The CANDU reactors design includes two redundant, fast-acting means of shutdown, both of which 
should be demonstrated to be equally effective. The criteria for both shutdown means will be the 
same, and will be AOO or DBA criteria, as applicable to the event class. 

A manual reactor trip can be considered to be equivalent to a trip parameter if: the requirements for 
crediting operator action from the main control room are met; and the reliability of manual 
shutdown meets the reliability requirements for an automatic trip. 

Operator actions can be credited in the safety analysis for Level 3 defence in depth only if: 

¶ There is reliable instrumentation designed to provide clear and unambiguous indication of 
the need to take action. 

¶ The power plant has operating procedures that identify the necessary actions, operator 
training, support personnel, spare parts, and equipment. 

¶ Environmental conditions do not prevent safe completion of operator actions. 

Following the first clear and unambiguous indication of the necessity for operator actions, such 
actions may normally be credited in the safety analysis (Level 3 defence in depth) to be started no 
sooner than: 

- 15 minutes for actions in the main control room 

- 30 minutes for actions outside the main control room. 

Assumptions for the Emergency Core Cooling System 

If the emergency core cooling system (ECCS) logic has an injection logic conditioned by the presence 
of other indicators (i.e., conditioning signal), then the safety analysis should identify and evaluate 
the consequences of situations where those conditioning signals may be blinded. 

If the ECCS activation logic is complex (i.e., several different actions are required for the system to be 
considered fully activated), then the safety analysis should consider the consequences if some of 
these actions do not occur – for example, a failure to re-align the ECCS pump suction to the 
containment sump. 

Assumptions for containment 
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The deterministic safety analysis should identify and evaluate consequences of situations when the 
containment isolation instrumentation is blinded. For containment, “blinded” refers to conditions 
for which a containment isolation actuation set point is approached, but not reached. For example, 
the containment may be blinded by the inaction, partial action, or normal functioning of other 
systems that supplement or degrade the containment performance. Containment blinding scenarios 
are important, because an accident with a potential for radioactivity release may not trigger the 
activation of containment isolation. 

The containment leakage rate assumed in the analysis should be based on containment design leak-
tightness requirements, and confirmed by the leakage rate tests. 

Assumptions for equipment under maintenance 

The analysis should account, where applicable, for the possibility of the equipment being taken out 
of service for maintenance. 

IV.3.8  Requirements for dose calculations 

The committed whole-body dose for average members of the critical groups who are most at risk (at 
or beyond the site boundary) is calculated in the deterministic safety analysis for a period of 30 days 
after the analyzed event. 

The effective dose should be used in dose calculations, and should include contributions from: 

External radiation from cloud and ground deposits 

Inhaled radioactive materials 

Skin absorption of tritium 

In dose calculations, the worst weather scenario in terms of predicted dose should be assumed. All 
weather scenarios with probabilities of occurrences higher than 5 percent should be accounted for. 

No intervention in the form of decontamination or evacuation should be assumed. Intervention 
against ingestion of radioactive materials and natural removal processes may be assumed. 

Dose calculations should also be conducted for several time intervals, and up to one year after the 
accident. 

IV.3.9  Requirements for computer codes 

Computer codes used in the safety analysis shall be developed, validated, and used in accordance 
with a quality assurance program that meets the requirements of CSA N286.7-99, “Quality 
Assurance of Analytical, Scientific, and Design Computer Programs for Nuclear Power Plants”. 

The use of realistic computer codes in safety analysis is preferable, given that the use of 
conservative codes may produce misleading or unrealistic results. However, an extensive 
experimental database should be established to demonstrate the code applicability and to validate 
the code, thereby providing a basis for confidence in code predictions. 

Fully integrated models could give a more accurate representation of the event, and should be used 
to the extent practicable. These models address all important phenomena within a single code or 
code package. Sequential application of single-discipline codes is more likely to misrepresent 
feedback mechanisms than fully integrated models, and should be avoided unless there is a specific 
advantage. 

The selection of computer codes should consider the code applicability, the extent of code 
validation, and the ability to adequately represent the physical system. 
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Computer code applicability 

The applicability of computer codes used to predict the consequences is established before 
conducting the analysis. The code applicability assessment and relevant knowledge bases must be 
documented in sufficient detail to allow for an independent review. 

The applicability involves the following steps: 

¶ Identification of all phenomena significantly influencing the key output parameters for the 
event to be analysed. 

¶ Confirmation that the code implements adequate models for all key phenomena, and 
demonstrating that these models have been verified and validated against separate effect 
tests. 

¶ Assessing the closure equations and constitutive relationships. 

¶ Assessing scaling effects; the scalability of the integral effects tests should be assessed to 
confirm that there is no significant distortion in the database; scaling distortions and their 
impact on the code assessment should be identified, evaluated and addressed in the safety 
analysis. 

¶ Assessing the numerical stability of calculations and temporal and spatial convergence of 
iterative approximations; the spatial and temporal convergence are achieved when an 
increase or a reduction in the node or time step sizes (which includes changing the minimum 
time step, if necessary) does not change simulation results significantly. 

¶ Addressing any gaps or deficiencies in the code applicability for the analyzed event. 

Requirements for code validation and quantification of accuracy 

All computer codes are required to be validated for their application in safety analysis. The purpose 
of validation is to provide confidence in the ability of a code for a given application, and also to 
determine the code accuracy. 

The validation should: 

¶ Demonstrate the capability and credibility of a computer code for use in specific analysis 
application. 

¶ Quantify the accuracy of the code calculations (quantified through comparison of code 
prediction with experimental data or other known solutions). 

The codes used in safety analysis are validated by comparing code predictions with: 

1. Experimental data 

2. Commissioning data and operating data, where available 

3. Solutions to standard or benchmark problems 

4. Closed mathematical solutions 

5. Results of another validated computer program 

The comparison of code predictions with solutions to standard problems or closed mathematical 
solutions for the purposes of validation is acceptable, but they should normally be supplemented 
with other types of comparisons. 

The experimental database used for validation may encompass separate effects, as well as 
component and integrated tests. Chosen test validation should satisfy the following criteria: 
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¶ Test data are obtained at physical and geometrical conditions and phenomena that are 
relevant either to normal operation conditions, or to a postulated accident scenario in the 
reactor. 

¶ Tests used for validation are free of distortions due to geometry or other properties, to the 
extent practicable. 

¶ Measurement uncertainties are quantified. 

¶ Systematic errors (bias) are minimized, and their sources are understood. 

¶ The integrated tests used for validation should be specific to the reactor, and contain 
components representative of those used in the NPPs. 

¶ Data used for model development is independent from data used for computer code 
validation. 

¶ Accuracy of code predictions should be provided for the key modelling parameters, and for 
the plant parameters used to control power generation or to initiate a mitigating system. 

¶ The bias and variability of bias in the computer code can be obtained from the comparison 
of code predictions with experimental data. 

¶ The code models used during validation should be identified and recommended for use in 
safety analysis, so that the safety analysis is consistent with the validation. Otherwise, the 
impact of using different models on the simulation results (code accuracy) should be 
assessed. 

The CNSC also requires that: 

¶ Clear recommendations should be made on the use of a code beyond the conditions for 
which validation has been performed, and all the effects of such extrapolations should be 
assessed and accounted for. 

¶ The effect of the modelling assumptions on the validation results should be assessed, 
including confirmation that a spatial and temporal convergence of the solution is achieved. 

¶ Documentation of the computer tools should be clear and easy to follow, so the 
uncertainties due to user effects would be negligible. The use of different computer 
hardware or operating systems should also have negligible effects. Means such as user 
training and compliance with quality assurance procedures should be clearly stated. 

¶ Computer code validation should be performed by qualified persons. Validation reports 
should be reviewed by qualified persons who had not participated in the validation. 

These requirements are consistent with and complement the requirements in CSA N286.7-99, 
“Quality Assurance of Analytical, Scientific, and Design Computer Programs for Nuclear Power 
Plants”. 

IV.3.10  Requirements for physical representations 

Data are also prepared to provide a mathematical representation of the physical components, and 
how their arrangements are to be represented by the computer simulation. This input data should 
be prepared in accordance with the following principles: 

A systematic method for representing components and connections should be developed. 

The basis for the methodology should be documented; the methods used are usually based on 
experience in representing experimental facilities and other plants of similar configurations. 
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The representation should be verified and validated. 

In some cases, plant tests (sometimes as commissioning tests) are required to establish the precision 
of such representations. 

IV.3.11  Required documentation for reporting Deterministic Safety Analysis results 

The following elements need to be included in the safety analysis documentation: 

A technical basis that includes:  the objective(s) of the analysis;  a description of the analyzed event, 
which should include a description of the NPP operating mode, action of SSCs, operator actions and 
significant phases of the analyzed event (note that other events bounded by the analyzed event 
should also be identified);  a description of safety concerns, challenges to safety, and applicable 
safety analysis criteria, requirements and numerical limits;  identification of key phenomena 
significantly affected by the key parameters for the analyzed event, along with a description of the 
systematic process used for identification of key parameters. 

The documentation should include a description of the analyzed facility, including important systems 
and their performance, as well as operator’s actions. 

Information on the analysis method and assumptions 

Information demonstrating the code applicability, including (when available) evidence that codes 
have been validated against prototypical experiments and assessment of code accuracy, as well as 
references to the relevant experimental results; demonstration that the analysis assumptions are 
consistent with the plant operating limits (with evidence from NPP operation and experiments 
demonstrating the assumed observed variances in operating parameters, and uncertainties in 
modelling parameters, respectively). 

A description of the results of analysis, including results of sensitivity and uncertainty studies with 
sufficient detail to show dominant phenomena; evidence of independent verification of the inputs 
and the results; evidence of analysis review, including an assessment of the impact (if any) on the 
plant’s operating limits, conditions, manuals, etc. 

IV.3.12  Requirements for the review of deterministic safety analysis results 

The licensee shall systematically review the safety analysis results to ensure that they are correct 
and meet the objectives set for the analysis. The results shall be assessed against the relevant 
requirements, applicable experimental data, expert judgment, and comparison with similar 
calculations and sensitivity analyses. 

The licensee shall review the analysis results using one or more of the following techniques, 
depending on the objectives of the analysis: 

1. Supervisory review 

2. Peer review 

3. Independent review by qualified individuals 

4. Independent calculations using alternate tools and methods to the extent practicable. 

Procedures should be developed to determine the extent of the independent review to be applied at 
each step of the safety analysis. 

To review the safety analysis and identify potential deficiencies, reviewers should be familiar with: 

¶ Safety standards, analytical methods, and technical and scientific research. 
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¶ Changes in power plant data, design, operating envelope and operating procedures. 

¶ Information on operating experience from other NPPs. 

In reviewing the safety analysis, the following review elements should be considered: 

¶ Plant design information, supported by layout, system and equipment drawings, and design 
manuals. 

¶ Operating limits and permitted operational states. 

¶ Information about the functional capability of the plant, systems and major items of 
equipment. 

¶ The findings of tests which validate the functional capability. 

¶ The results of inspection of components. 

¶ Site characteristics, such as flood, seismic, meteorological, and hydrological databases. 

¶ Offsite characteristics, including population densities. 

¶ Results of similar analyses. 

¶ Developments in analytical methods and computer codes. 

¶ Regulatory rules for safety analysis. 

¶ Safety analysis standards and procedures. 

Guidance for the review of Safety Analysis 

The following recommendations are provided for any type of review (peer or licensing) of the 
Deterministic Safety Analysis. 

 The reviewers should verify that any claim or statement made in the document reporting the 
analysis results should be fully justified by supporting evidence. If those claims/statements are based 
in information that is included in referenced documents in the analysis report, those references 
should be made available to the reviewers. 

The reviewers should verify that for all plant states, a comprehensive list of the different types of 
initiating events are established to ensure that the scope of the analysis of the behaviour of the 
plant is complete. The term initiating event refers to an event, including operating errors or 
equipment failures or internal or external hazards, which, directly or indirectly, challenge one or 
more safety functions. 

The reviewers should verify that categories of initiating events and the consequential transients are 
defined, to ensure that all possible scenarios are being addressed. There are different sets of criteria 
for grouping, each of which will result in a different event list.  

One possible approach, for example, is to group events by the principal effect that could result in the 
degradation of safety functions. If the initiating events have been grouped following this approach, 
the reviewers should verify that categories of postulated initiating events include at least the 
following transients: 

¶ Increase or decrease in heat removal from the reactor coolant system; 

¶ Increase or decrease in reactor coolant system flow rate; 

¶ Reactivity and power distribution anomalies; 

¶ Increase or decrease in the reactor coolant inventory; 
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¶ Release of radioactive material from a subsystem or component. 

Reviewers should verify that the simulation of AOOs and DBAs to demonstrate the capabilities of the 
safety systems have been performed using deterministic safety analysis with conservative 
assumptions. 

The reviewers should verify that a description of the methods, assumptions and data that have been 
used to perform the assessments is given; that the overall methodology that was used to perform 
the assessments is described in sufficient detail to identify the specific assumptions that were 
defined and a justification for the cases that have been addressed is provided.   

The reviewers should verify that the analysis presents sound evidence that the purpose of the 
deterministic safety analysis for AOOs and DBAs has been met. 

The reviewers should verify that the quantitative simulation errors (or uncertainties) obtained from 
the validation of the tools used in the calculations are incorporated into the analysis to provide part 
of the basis for the conservatism assumed in the calculations. If this were not the case the reviewers 
should inquire for evidence on how the safety analysis complies with the requirement that “all 
uncertainties associated with the code models and plant parameters are bounded” (in compliance 
with §3.10 of IAEA No. SSG-2, [6]) and how the margins determined from the analysis are reliable.  

The reviewers should verify that appropriate uncertainty allowances, obtained from the validation 
work, for the relevant input parameters have been taken into account in the calculations. 

The reviewers should verify that computer code versions and models that were used in the analysis 
are identified; that the nodalization and other pertinent characteristics of the systems that have 
been modeled in the analysis, including initial conditions and how they were generated, are 
identified; that the approach followed to perform simulations for the specific safety analysis are 
consistent with the ones used to validate the computer codes.  

The reviewers should verify that all assumptions made in the analyses are listed and that the analysis 
used supportable assumptions, methods and data in terms of research and development and 
modeling physical phenomena. 

The reviewers should verify that the analysis used supportable assumptions, methods and data in 
terms of plant design; that assumptions are consistent with design documents and operating 
conditions of similar existing plants. 

The reviewers should verify that the analysis results include a description of the assumptions made 
pertaining to equipment operation and availability; that the systems that were considered in the 
analysis as operating/available are identified; that assumptions made regarding system 
operation/response take into account possible consequential effects such as pipe whip, water 
hammer, flooding, etc.; that the analysis should not take credit for mitigating process and control 
system action unless the system being credited is passive. 

The reviewers should verify that the assumptions regarding the Safety Systems are identified and 
that they are consistent with design documents and those regarding availability are consistent with 
reliability models.  

The reviewers should verify that assumptions regarding instrumentation uncertainty (error) and 
delay (Safety Systems and process/control systems) are identified. 

Reviewers should verify that the computer codes used in the safety analysis have been validated and 
used for the analysis in accordance with a quality assurance program that meets the requirements of 
CSA N286.7-99 ([22]), or equivalent. 
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The reviewers should make sure that information that a tool is properly qualified for the intended 
application is available in the report documenting the tool’s validation work. 

The reviewers should verify that the report documenting the validation work includes evidence that 
the tool has been tested with qualified data to predict the phenomena that are relevant to the 
postulated event being analyzed and that the quantitative simulation errors (simulation 
uncertainties) of the relevant parameters have been documented in compliance with N286.7-99.  

The reviewers should verify that the report documenting the validation work presents indication 
that the tool has been validated and the simulation uncertainties documented to predict parameters 
that would be normally surveyed and that will be used to either control the power production or the 
initiation of a mitigating system at the planned nuclear power plant for the postulated event being 
analyzed. 

Requirement for update of deterministic safety analysis 

The safety analysis shall be periodically reviewed and updated to account for changes in NPP 
configuration, conditions (including those due to aging), operating parameters and procedures, 
research findings, and advances in knowledge and understanding of physical phenomena, in 
accordance with CNSC regulatory standard S-99, Reporting Requirements for Operating Nuclear 
Power Plants, [23], or successor documents. 

Quality requirements of deterministic safety analysis 

Safety analysis shall be subject to a comprehensive QA program applied to all activities affecting the 
quality of the results. The QA program shall identify the management system or quality assurance 
standards to be applied and shall include documented procedures and instructions for the complete 
safety analysis process, including, but not limited to: 

1. Collection and verification of NPP data, 

2. Verification of the computer input data, 

3. Validation of NPP and analytical models, 

4. Assessment of simulation results, 

5. Documentation of analysis results. 

 
 


